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[bookmark: _Toc213416272]Maintain your AML/CTF program form 
Complete this form whenever you:
review or update the risk assessment, including the ML/TF risk assessment, ML/TF methods and typologies, and list of indicators of unusual and criminal behaviour
review or update the policies, processes, forms and systems you use to ensure compliance and manage or mitigate ML/TF risk
escalate or approve updates
communicate and implement approved changes
record program maintenance and related decisions.
Section 1: General information
Complete this section for every activity. Attach any supporting material, such as AUSTRAC communications, internal monitoring results or evaluation reports.
	Date of activity:
	

	Activity type:
	☐   Review/update risk assessment
☐   Review/update policy
☐   Review/update process
☐   Review/update forms and systems
☐   Escalation/approval
☐   Communication/training
☐   Record keeping

	AML/CTF compliance officer conducting review:
	

	Reason for review:
	☐  Scheduled review
☐  Regulatory change
☐  Business change
☐  Trigger event 
☐  Other (specify):

	Supporting documents attached (if YES, list attachments below):
	☐   Yes     ☐   No

	Attachments:
	



Section 2: Reviewing and updating the risk assessment
Identify any changes in your kinds of customers, designated services, delivery channels or country risk affecting the risk assessment. Also consider changes to customer behaviour or AUSTRAC guidance.
Record clear findings and submit for senior manager approval before implementation.

	Review completed by:
	

	Date completed:
	

	Key findings:
Summarise new or emerging ML/TF risks and how they were identified.
	

	Changes required (if any):
List updates to the risk assessment or criminal/unusual activity indicators. Attach revised sections.
	

	Senior manager approval required:
Any material changes need approval.
	☐   Yes     ☐   No 


	Date submitted for approval:
	Click or tap to enter a date.
	Approval outcome:
	☐   Approved     ☐   Rejected 

	Approval date:
	

	Date written update of changes provided to governing body:
	

	Record any feedback or conditions of approval:
	


Section 3: Reviewing and updating the controls, policies, processes, forms and systems 
Use this section to record updates to AML/CTF controls, policies, processes, forms and systems used to ensure compliance and to appropriately manage and mitigate ML/TF risk.
When completing this section:
confirm that proposed updates align with the latest ML/TF risk assessment findings
incorporate AUSTRAC guidance and lessons learned from independent evaluations or audits
consult relevant business areas to confirm accuracy and practicality of proposed updates
test any updated controls to ensure effectiveness before implementation
submit all proposed updates to the senior manager for approval before implementation.
	Review completed by:
	

	Date completed:
	

	Document/s reviewed:
	☐   Policy document 
☐   Process document 
☐   Personnel forms and systems
☐   Customer forms and systems 
☐   Maintain program forms and systems 

	Summary of findings:
Describe what was reviewed and why changes are needed.
	

	Changes needed (if any):
If these changes affect any policies, processes or forms, also include what needs to be updated in these documents.
	

	List stakeholders consulted on the changes and any feedback considered:
	

	Updated controls (for example, processes for customer due diligence (CDD), ongoing monitoring):
List any tests and updated controls to ensure effectiveness before implementation.
	

	Outline how the updated controls were tested to ensure they are effective:
	

	Senior manager approval required:
Any material changes require approval.
	☐   Yes     ☐   No

	Date submitted for approval:
	

	Approval outcome:
	☐   Approved     ☐   Rejected


	Approval date:
	

	Record any feedback or conditions of approval:
	


Section 4: Escalation and approval
If a material update isn’t approved by the senior manager or raises material ML/TF risk concerns, escalate to the governing body as soon as practicable.
Where updates relate to high risk clients, apply interim controls while you wait for a decision. This could include restricting onboarding of new high risk customers or limiting these transactions.
	Escalated by:
	

	Date escalated:
	

	Escalated to:
	

	Reason for escalation:
	

	Interim controls applied:
	

	Governing body decision:
	☐   Approved     ☐   Rejected 

	Date of decision:
	

	Actions needed or recommendations (if any):
	

	Independent evaluation commissioned:
	

	Review outcome received on:
	

	Recommendations implemented:
	


Section 5: Communication, training and implementation
Once approved, communicate updates to all affected personnel and provide training if needed. Make sure updates are integrated into operations and any required training is completed as soon as practicable.
	Date personnel notified:
	

	Notification method (tick all that apply):
	☐   Email
☐   Meeting
☐   Training session
☐   Other (specify):

	Implementation completed on:
	

	Summarise how updates were integrated into business operations:
	

	Training required (if any):
	☐   Yes     ☐   No 


	Training delivered by:
	

	Training completion date:
	

	Training materials updated (if applicable):
	☐   Yes     ☐   No 
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	The program starter kits are intended to be used as a complete package and have been designed for use by reporting entities who satisfy certain suitability criteria. Before using these kits, reporting entities need to consider the suitability criteria and the information on the Getting Started webpage.
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