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[bookmark: _Toc216371062]Escalation form
This form is for client-facing personnel to escalate triggers to the AML/CTF compliance officer. 
	Date escalation sent:
	

	Name of personnel member:
	

	Name of client:
	

	Escalation trigger (select all that apply):
	☐   Enhanced customer due diligence (CDD) – high risk client
☐   Positive sanctions check 
☐   Threshold transaction reports (TTRs)
☐   Unusual activity reports (UARs) or suspicious matter reports (SMRs)
☐   Cross-border movement (CBM) reports
☐   Identified ML/TF risk factors, methods and indicators of unusual or criminal behaviour not in risk assessment
☐   Complex beneficial owner check

	How was the trigger identified?
	

	Date trigger identified (if different from above):
	

	What is the client risk rating?
	☐   Low     ☐   Medium     ☐   High

	Was initial CDD completed?
	☐   Yes     ☐   No     

	Has an unusual activity report (UAR) been completed for this?
	☐   Yes     ☐   No     
If YES, attach the completed Unusual activity report information form.

	Any additional information (if required):
	

	Is information protected by Legal professional privilege (LPP)?
	☐   Yes     ☐   No     
If YES, attach relevant information. 

	Attach or include all relevant client information:
	



For review by AML/CTF compliance officer:
	Date escalation received from personnel:
	

	Action taken and rationale:
	

	Is information protected by Legal professional privilege (LPP)?
	☐   Yes     ☐   No     
If YES, document the reason the information is protected by LPP.
 

	Was an LPP form submitted to AUSTRAC via AUSTRAC Online within required timeframes?
	☐   Yes     ☐   No
If all the information making up the grounds of suspicion in an SMR is subject to LPP, you don’t need to submit an SMR or an LPP form. If only part of the information is subject to LPP, you must complete and submit an LPP form in lieu of withheld information to AUSTRAC via AUSTRAC online within 24 hours for suspicions relating to terrorism financing, and 5 business days for all other suspicions.

	Any additional information (if required):
	


Complete below if escalation relates to TTR reporting.
	Is all information in the TTR accurate, complete and free of unauthorised alterations?
	☐   Yes     ☐   No
If NO, what actions were taken to address this?

	Value of the threshold transaction:
	$

	Date TTR submitted: 
	

	Was the TTR submitted within 10 days after the threshold transaction took place?
	☐   Yes     ☐   No

	Was information withheld due to LPP?
	☐   Yes     ☐   No

	Was an LPP form submitted to AUSTRAC via AUSTRAC Online at the same time that you submit the TTR and within 10 days?
	☐   Yes     ☐   No

	Record keeping ‒ Internal reference number from Threshold report information form: 
	


Complete below if escalation relates to CBM reporting.
	Is all information in the CBM report accurate, complete and free of alterations?
	☐   Yes     ☐   No 
If NO, what actions were taken to address this?

	Does the information in the CBM report look like it has been altered/changed?
	☐   Yes     ☐   No 
If YES, what actions were taken to address this?

	Value of physical currency or bearer negotiable instruments (BNIs) moved:
	$

	Date CBM report submitted:
	

	Was the CBM report submitted: 
For physical currency or BNIs received from overseas – within 5 business days? 
For physical currency or BNIs sent overseas – before the physical currency or BNI was sent? 
	☐   Yes     ☐   No 

	Record keeping – Internal reference number from Cross-border movement of monetary instruments form:
	



OFFICIAL

OFFICIAL

	The program starter kits are intended to be used as a complete package and have been designed for use by reporting entities who satisfy certain suitability criteria. Before using these kits, reporting entities need to consider the suitability criteria and the information on the Getting Started webpage.
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