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[bookmark: _Toc187409417]Introduction
[bookmark: _Toc383157408][bookmark: _Toc453864639][bookmark: _Toc187409418]What is AUSTRAC Online?
AUSTRAC Online is a web-based system that assists businesses to meet their obligations under the Anti-Money Laundering and Counter-Terrorism Financing Act 2006 (AML/CTF Act). 
AUSTRAC Online allows businesses to:
· submit transaction reports
· view and maintain their own information with AUSTRAC
· submit AML/CTF compliance reports. 

[bookmark: _Toc509334061][bookmark: _Toc509334062][bookmark: _Toc509334063][bookmark: _Toc509334064][bookmark: _Toc509334065][bookmark: _Toc383157410][bookmark: _Toc453864641][bookmark: _Toc187409419]Help
[bookmark: _Toc509334067][bookmark: _Toc383157411][bookmark: _Toc453864642][bookmark: _Toc187409420]The help icon [image: ] 
This icon appears throughout AUSTRAC Online offering help and hints to assist you. 
Click on the icon to view the help text. The text will open in a new pop-up window. 
To close the help window, click on the X which appears at the top right-hand side of the pop-up window.
[bookmark: _Toc383157412][bookmark: _Toc453864643][bookmark: _Toc187409421]Who can help me with AUSTRAC Online?
This guide should answer most questions. The AUSTRAC Contact Centre can assist you with further information about AUSTRAC Online, or help regarding your obligations under the AML/CTF Act.
The AUSTRAC Contact Centre can be contacted on:
· Phone: (local call within Australia) 1300 021 037
· Phone: (international) +61 2 9950 0055 
· Email: contact@austrac.gov.au
[bookmark: OLE_LINK1]National Relay Service (within Australia)
TTY or computer with modem users phone 133 677 and ask for 1300 021 037.
Speak and listen (speech to speech relay) users phone 1300 555 727 and ask for 1300 021 037.
[bookmark: _Toc383157413][bookmark: _Toc453864644][bookmark: _Toc187409422]What if I need translator or interpreter assistance?
AUSTRAC’s business language is English, but translator or interpreter assistance is available. 
Please call the translation and interpretation service (TIS) on 131 450 and ask for the AUSTRAC Contact Centre on 1300 021 037.
[bookmark: _Toc509334072][bookmark: _Toc383157418][bookmark: _Toc453864649][bookmark: _Toc468367635][bookmark: _Toc187409423][bookmark: _Toc383157416][bookmark: _Toc453864647]How to log in to AUSTRAC Online
Navigate to AUSTRAC Online.
If your business has an existing AUSTRAC Online business account, type your user name and password into the required fields in the login zone (as shown below) and click Login.
[bookmark: OLE_LINK2][bookmark: OLE_LINK3]If you have not signed up with AUSTRAC Online yet, you can do so using the New business sign up button. This will navigate you to the Enrol or register with AUSTRAC page on the AUSTRAC website where you can download the AUSTRAC Business Profile Enrolment Form (ABPF form). 

[image: ]
Note: If your user name is associated with more than one business, you will be prompted to select the business account that you wish to view or work on within AUSTRAC Online.
[bookmark: _Toc383157419][bookmark: _Toc453864650][bookmark: _Toc468367636][bookmark: _Toc187409424]Forgotten user name or password
If you have forgotten your user name, please contact your AUSTRAC Online Administrator. 
Tip: Your user name is usually your email address.
Alternatively, if you have forgotten your password, go to the AUSTRAC login zone and click the ‘Forgot my password?’ link. You will be prompted to enter your user name (this could be your email address) then click Submit. An email will be sent to your email address containing a link to reset your password.

[image: ]
Once you have reset your password, click on RETURN TO LOGIN PAGE to login into AUSTRAC Online. 
Any passwords and user names which you use in AUSTRAC Online must be kept private and not disclosed to anyone. This is a security measure to protect you and your business.
Note: If you still can’t access your account contact the AUSTRAC Contact Centre on 1300 021 037 (international +61 299500055) or contact@austrac.gov.au for assistance.
[bookmark: _Toc509334075][bookmark: _Toc383157417][bookmark: _Toc453864648][bookmark: _Toc187409425]Businesses new to AUSTRAC
If your business has not previously reported to AUSTRAC you can create an account so that you can submit transaction reports electronically. You can do this by downloading and completing an AUSTRAC Business Profile Form (ABPF) from the enrol or register with AUSTRAC page on the AUSTRAC website. 
For more information, see section 4 below. 
I received an error message when I completed my enrolment using the AUSTRAC website. What does this mean? 
It is most likely because you already have an AUSTRAC Online account. 
Tip: If you have forgotten your password, click the ‘I forgot my password’ link on the AUSTRAC Online login zone. Enter your user name on the Reset Password page and click Submit. 

[bookmark: _Toc509334077][bookmark: _Toc509334078][bookmark: _Toc509334079][bookmark: _Toc509334080][bookmark: _Toc509334081][bookmark: _Toc509334082][bookmark: _Toc509334083][bookmark: _Toc331580253][bookmark: _Enrolling_or_registering][bookmark: _Toc383157420][bookmark: _Toc453864651][bookmark: _Toc187409426]Enrolling or registering a reporting entity
[bookmark: _Toc342557272][bookmark: _Toc342557273][bookmark: _Toc342557274][bookmark: _Toc342557275][bookmark: _Toc342557276][bookmark: _Toc342557277][bookmark: _Toc342557278][bookmark: _Toc342557279][bookmark: _Toc342557280][bookmark: _Toc383157421][bookmark: _Toc453864652][bookmark: _Toc187409427]Should you enrol or register? 
If your business provides a designated service[footnoteRef:1] it is a reporting entity and must enrol with the Australian Transaction Reports and Analysis Centre (AUSTRAC).  [1:  You are only required to enrol or register with AUSTRAC if you provide designated services. You can check whether you offer any of these services in table 1 of section 6 of the AML/CTF Act.] 

If your business provides remittance or digital currency exchange services, you must provide further information to AUSTRAC which will be used to both enrol and register your business. Businesses that provide remittance services will be registered on the Remittance Sector Register (RSR), which is a publicly available register. Businesses that provide digital currency exchange services will be registered on the Digital Currency Exchange Register (DCER).
To enrol or register you complete and submit an AUSTRAC Business Profile Form (ABPF). The form and a guide to filling out the form is available on the enrol or register page. 

[bookmark: _Toc185325528][bookmark: _Toc509334086][bookmark: _Toc509334087][bookmark: _Toc509334088][bookmark: _Toc509334089][bookmark: _Toc509334090][bookmark: _Toc509334091][bookmark: _Toc509334092][bookmark: _Toc509334093][bookmark: _Toc509334094][bookmark: _Toc509334095][bookmark: _Toc509334096][bookmark: _Toc509334097][bookmark: _Toc509334098][bookmark: _Toc509334099][bookmark: _Toc509334100][bookmark: _Toc509334101][bookmark: _Toc509334102][bookmark: _Toc509334103][bookmark: _Toc509334104][bookmark: _Toc509334105][bookmark: _Toc509334106][bookmark: _Toc509334107][bookmark: _Toc509334108][bookmark: _Toc509334109][bookmark: _Toc509334110][bookmark: _Toc509334111][bookmark: _Toc509334112][bookmark: _Toc509334113][bookmark: _Toc509334114][bookmark: _Toc509334115][bookmark: _Toc383157426][bookmark: _Toc453864657][bookmark: _Toc187409428]What happens after I submit my enrolment form? 
When you submit the AUSTRAC Business Profile Form (ABPF) you will go to a Submission Confirmation page. 
This page will provide you with an ABPF submission receipt number and the option to download a PDF copy of the submitted form. The application submission confirmation email will also include a link to download the PDF of your submitted application. It is recommended that you record the ABPF submission receipt number for future reference with AUSTRAC if needed. 
[bookmark: _Toc383157427][bookmark: _Toc453864658]Note: The receipt that is issued to you when you submit your form is only to confirm that AUSTRAC has received your form and is not confirmation that you are enrolled. 
AUSTRAC will notify you by email that you have successfully enrolled or registered (as applicable). You will also receive a unique AUSTRAC Account Number (AAN) that identifies the created AUSTRAC Online business account for you to refer to in future correspondence with AUSTRAC. 
If you are a remittance service provider and/or a digital currency (cryptocurrency) exchange (DCE) provider you are required to register by completing the AUSTRAC business profile registration form. 
A warning message will appear in AUSTRAC Online when applicable to remind you of the requirement to submit a registration application.
[image: ]

The registration form will also be available to launch by selecting My Business:
[image: ]
[bookmark: _Toc187409429]Keeping details up to date
You need to notify AUSTRAC of any changes to your enrolment details within 14 days of the change arising. 
[bookmark: _Toc509334118][bookmark: _Toc509334119][bookmark: _Toc187409430]How do I update my enrolment information through my AUSTRAC Online account? 
To do this:
· Log into AUSTRAC Online and click on My Business – do not click on the + button next to this option.
· Click the Download the business profile update form (ATRC1002H) button. This form has been pre-populated with information that you have already provided to us. You should review this information and update it if it is no longer current. 
· Complete your form. A draft will be saved automatically which you can return to at a later time to complete. 
· Once the form is complete, click the ‘Submit’ button. The information you enter in the form will be sent securely to AUSTRAC. 
· The submission page will provide a receipt confirming your application has been sent and the option to download a PDF copy of your submitted form. 
[bookmark: _Toc383157428][bookmark: _Toc453864659]Do I have to complete my enrolment in one session? 
No. A draft will be saved automatically which you can return to at a later time to complete. You can access the saved draft form via a link that will be emailed to you. A saved draft is only available for 14 days from the time it is first saved. After this, it will expire and you will need to complete a new form. Please Note: you can only submit forms once. After your changes have been submitted, should you need to make any more changes you will need to download another form.
[bookmark: _Toc383157430][bookmark: _Toc453864661]I no longer provide any designated services, what do I do? 
If you no longer provide designated services, you should submit an RE Roll removal request. 
To do this:
· Log into AUSTRAC Online
· Click on My Business
· Click on the Reporting Entity Roll removal request form (ATRC1004H) link
· Review the business information, complete the removal request form and declaration and submit.
[bookmark: _Toc509334123][bookmark: _Toc383157437][bookmark: _Toc453864668][bookmark: _Toc187409431]Tips for navigating through AUSTRAC forms
[bookmark: _Toc214187285][bookmark: _Toc214680981][bookmark: _Toc383157438][bookmark: _Toc453864669][bookmark: _Toc187409432]Navigating through AUSTRAC Online
Using the mouse or the 'Tab' key on your keyboard will allow you to move through the question and answer fields on the AUSTRAC Online pages and navigate through the system.
You can save any information you have entered by clicking on the Submit or Save button (where applicable) located at the bottom of the relevant page.
You can go back to previous pages at any time by clicking on the web browser's Back button to review your answers and/or change any of the information provided.
If AUSTRAC Online is required to alter the form you are completing according to the answers you have given, a spinning icon will appear while those changes are being processed.
Questions are answered in different ways including radio buttons, tick boxes, text fields and selection from drop-down menus.
[bookmark: _Toc383157439][bookmark: _Toc453864670][bookmark: _Toc187409433]Buttons
There are various buttons used throughout AUSTRAC Online which allow you to navigate through the system and to manage the information you enter. Refer to the list below for a description of some of the commonly used buttons and the functions associated with them.
[bookmark: _Toc383157440][bookmark: _Toc453864671]‘PDF Output’ button
Where you see this PDF Output button, you are able to produce a PDF document relating to saved business profile information.
[image: ]
[bookmark: _Toc383157441][bookmark: _Toc453864672]‘Save’ button
Clicking the Save button allows you to save any information entered. 
[image: ] 
[bookmark: _Toc383157442][bookmark: _Toc453864673]‘Submit’ button
Clicking the Submit button will submit information to be processed or updated.
[image: ]
When a user doesn’t have full submission access, such as users with Data Entry access, there is an alternative submission button labelled Submit for Approval. In this situation, the information is queued for another user within your business who has full submission access to review and/or alter the information prior to submitting it to AUSTRAC.
[bookmark: _Toc383157443][bookmark: _Toc453864674]‘Validate’ button
Clicking the Validate button allows you to verify that the format, content and context of information entered meets various requirements and expectations prior to submitting the information to AUSTRAC.
[image: ]
[bookmark: _Toc383157444][bookmark: _Toc453864675][bookmark: _Toc187409434]Scroll bars
Scroll bars are used on many pages in AUSTRAC Online. They are located on the right-hand side of the page and allow the user to move the page up and down.
[bookmark: _Toc383157445][bookmark: _Toc453864676][bookmark: _Toc187409435]Switch page arrows
Clicking on the arrows will switch the page and allow you to search through numerous pages of information.
[image: ]
[bookmark: _Toc383157446][bookmark: _Toc453864677][bookmark: _Toc187409436]Radio buttons
Radio buttons allow only one choice from a list. An example is:
	[image: ]quarterly

	[image: ]bi-annually

	[image: ]annually

	[image: ]ad-hoc

	[image: ]other


[bookmark: _Toc383157447][bookmark: _Toc453864678][bookmark: _Toc187409437]Tick boxes
Tick boxes allow multiple choices from a list. An example is:
	[image: ]name of payer

	[image: ]if applicable, payer's full business or residential address

	[image: ]if applicable, identification number given to payer by the ordering institution

	[image: ]record kept of electronic fund transfer instruction for seven years after the transaction was completed

	[image: ]tracing information



[bookmark: _Toc383157448][bookmark: _Toc453864679][bookmark: _Toc187409438]Text fields
Text fields allow free formatting and variable length of entry. An example is:
[image: ]
[bookmark: _Toc383157449][bookmark: _Toc453864680][bookmark: _Toc187409439]Drop-down menus
Drop-down menus allow only one choice from a list. An example is:
[image: ]
[bookmark: _Toc383157450][bookmark: _Toc453864681][bookmark: _Toc187409440]Exception errors
The screen as shown below is an example of an exception error.
An exception error may occur while using the system for a number of reasons. 
[image: ]

If an exception error occurs while using AUSTRAC Online, please click the ‘Send now’ hyperlink. This will send a notification to our IT department detailing the error that has occurred.
You will still need to contact the AUSTRAC Contact Centre on 1300 021 037 (international +61 2 9950 0055) or contact@austrac.gov.au if you require further assistance using AUSTRAC Online.

[bookmark: _Toc509334134][bookmark: _Toc187409441]Features of AUSTRAC Online
All of the details you provide can be amended at any time using the AUSTRAC Business Profile Form (ABPF) through AUSTRAC Online.
[bookmark: _Toc383157452][bookmark: _Toc453864683][bookmark: _Toc187409442]Quick links
Within your AUSTRAC Online business environment, the quick links or commonly used links are located under the AUSTRAC Online banner on the right-hand side of the screen. The quick links displayed vary based on your user access level settings and whether your user account is associated with more than one business. Possible visible quick links are shown below:
[image: ]
[bookmark: _Toc383157453][bookmark: _Toc453864684][bookmark: _Toc187409443]How to switch between businesses
If your user name is associated with more than one business account in AUSTRAC Online, you can use the ‘Switch Business’ quick link to change from one business account to another without having to log off and log back on.
By selecting the ‘Switch Business’ link, you will be presented with a menu of the businesses associated with your user name. 
If your computer has Internet Explorer 8 or higher installed you may be required to perform an additional step to make your system compatible with this switch business function. 
[bookmark: _Toc383157454][bookmark: _Toc453864685][bookmark: _Toc187409444]If you are using Internet Explorer 8 or higher
If you are using Internet Explorer 8 or higher, you may need to make your internet browser compatible to AUSTRAC Online. You can do this by following the below steps.
1. Click the ‘Tools’ icon located at the top right of your browser.
2. Select the ‘Compatibility View’ option.
[image: ]
Alternatively, you may have a Compatibility View icon within your internet browser’s address bar. Compatibility View is enabled when the icon is coloured blue; the icon’s status can be changed by simply clicking on the icon.
[image: ]
Once this is done, the browser will refresh, immediately rectifying all related usability issues with AUSTRAC Online. 
[bookmark: _Toc333588676][bookmark: _Toc342481371][bookmark: _Toc342557315][bookmark: _Toc383157455][bookmark: _Toc453864686][bookmark: _Toc187409445]How to update your personal details and change your password
To change your contact details or password, click the ‘My Details’ link.
Your details will be displayed with the options ‘Update my Details’ and ‘Change my Password’ available at the top of the screen. By selecting these options, you will be able to make changes to your details.
When you have completed your changes click Update. If you do not want to make changes, click Cancel.
[bookmark: _Toc383157456][bookmark: _Toc453864687][bookmark: _Toc187409446]How to exit or log off from AUSTRAC Online
To exit or log off from AUSTRAC Online, use the ‘Log Off’ link on the top right-hand side of the screen. This link will log you out of your user account and business environment within AUSTRAC Online and will return you to the AUSTRAC Online login zone.
[bookmark: _Toc383157457][bookmark: _Toc453864688][bookmark: _Toc187409447]Menu options
The AUSTRAC Online menus are located on the left-hand side of the screen. The menus displayed may vary, based on your user access level settings and some of the designated services provided by your business. The menu options are:
· ‘My Business’[footnoteRef:2] – refer to section 8 for details [2:  Available to AUSTRAC Online Administrators only] 

· ‘Transaction Reporting’[footnoteRef:3] – refer to section 13 below for details [3:  Available to all users where their business has transaction reporting obligations under either the AML/CTF Act ] 

· Remittance Sector Register
· ‘My Affiliates’ – (Displayed to Remittance Network Providers only)
Click on the [image: ] to expand the menu options.
[bookmark: _Toc509334147][bookmark: _‘My_Business’_menu][bookmark: _Ref214179203][bookmark: _Toc383157458][bookmark: _Toc453864689][bookmark: _Toc187409448]‘My Business’ menu options
The ‘My Business’ menu option is only available to users with Administrator level user access. This section allows you to view and update your business details held with AUSTRAC and lodge AML/CTF compliance reports. Click on the [image: ]to expand the My Business menu to view and access the sub-menu items. 
Click on the actual words ‘My Business’ to access the My Business screen, to view designated service information and update the business’ enrolment details, see screen example below. 
The designated service categories for which you are enrolled or registered are coloured green. Where a remittance or digital currency exchange registration is in the 90-day renewal period this changes to an orange colour. All other designated services (those for which you are neither enrolled nor registered) are coloured grey. 
The orange colour for renewable registrations includes when the registration of an affiliate is due for renewal. 
As an affiliate, you cannot renew your own registration and this is clearly indicated on the My Registrations screen – the name of the Remittance Network Provider responsible for renewing the affiliate registration and its expiry date are displayed.
To renew your Independent and / or Remittance Network Provider registration please refer to Section 15. To renew Affiliate registrations, please refer to Section 12. To renew your digital currency exchange registration, please refer to Section 16.
[image: ]


There are several designated services that have subcategories and you can view these by clicking on the hyperlink within the cell. The individual subcategories are also colour coded to clearly indicate which services you provide (green) and which you do not (grey), as per the extract below. Click on the link a second time to close the subcategory list. 

[image: ]

By expanding (click the +) the ‘My Business’ menu and then clicking any of the items listed in the sub-menu you will be able to view, add and edit details. The sub-menu options are:
My Business
· Regulatory Profile
· Contacts and Users
· Branches
· Agents
· Designated Business Group
· Compliance Reports
· Add a New Business
· Search Event Log
Step-by-step instructions on how to access and change details are below.
[bookmark: _Toc509334151][bookmark: _Toc509334152][bookmark: _Toc509334153][bookmark: _Toc509334156][bookmark: _Toc509334157][bookmark: _Toc509334158][bookmark: _Toc342557321][bookmark: _Toc383157460][bookmark: _Toc453864691][bookmark: _Toc187409449]How to view your business Regulatory Profile?
To view your business’ regulatory profile, click on the ‘Regulatory Profile’ item in the 'My Business' menu.
The ‘Regulatory Profile’ presents details of your business’ reporting obligations under the AML/CTF Act. These details are derived from your business’ details, designated services provided by your business and the legislation. 
[bookmark: _Toc214187305][bookmark: _Toc214681001][bookmark: _Toc215555851][bookmark: _Toc215565469][bookmark: _Toc215567292][bookmark: _Toc215646792][bookmark: _‘Contacts_and_Users’][bookmark: _Toc383157462][bookmark: _Toc453864692][bookmark: _Toc187409450]‘Contacts and Users’
You can create, edit or deactivate users associated with your business by selecting the ‘Contacts and Users’ option from the 'My Business' menu.

[image: ]
Note: Certain business roles such as the AML/CTF Compliance Officer, the Industry Contribution contact officer and the Primary Contact person can only be maintained via the form (Update AUSTRAC Business Profile Form), available as a link through the AUSTRAC Online account on the ‘contacts and Users’ page.
[bookmark: _Create_a_new][bookmark: _Toc383157463][bookmark: _Toc453864693]Create a new person (a contact)
Click the ‘Add a New Person’ hyperlink at the top of the 'Contacts and Users’ screen. 
Complete all ‘General Details’ fields and check the relevant ‘Contact Role’ check box/s, then click Next. 
You will then be prompted to ‘Confirm New Person Details’. If the details listed on the confirmation page are correct, click Confirm. If the details entered are not correct click Prev to amend.
[image: ]
Once you click Confirm the details will be updated instantly creating the contact person. You may then create a user account for the contact person by clicking Add a User Account. Alternatively, if the new contact does not require user access to the AUSTRAC Online business account click Finish as shown below.
Note: You have the ability to add a user account to an existing contact at any time.
[image: ]
[bookmark: _How_to_‘Add][bookmark: _Ref283278306][bookmark: _Toc383157464][bookmark: _Toc453864694]How to ‘Add a User Account’
First you will need to create a new person (i.e. a contact) as described in Section 8. 
Once this has been completed, click the Add a User Account button. Complete the ‘User ID’ field (this should be the person’s email address) then select an ‘Access Role’ from the drop down menu and click Next.
[image: ]
Verify the information on the ‘Confirm New User Access Details’ page and click Confirm if correct. If the details entered are not correct click Prev to amend.
[image: ]
The new user will receive a system-generated email confirming the creation of their new AUSTRAC Online user account. They will also receive an email containing a temporary password. The system will prompt the new user to select their own password when they log in for the first time. 
Note: If your user ID has Administrator level user access to more than one business account in AUSTRAC Online, you can link the user to them as well. Refer to Add business links below.
[bookmark: _Ref283278336][bookmark: _Toc383157465][bookmark: _Toc453864695]Edit an existing user profile
Navigate to the ‘Contacts and Users’ screen and a list of contacts and users will be displayed to you.
If you have more than 15 users associated with your business, you may be required to conduct a search for the user (if you search without any entries in the search criteria, all users will be displayed).
[image: ]
Select from the list the contact or user you wish to edit by clicking their name and their ‘Person Details’ will be displayed on the next screen. 
[image: ]
To edit these details click the ‘Edit Person Details’ hyperlink. You may change the details as required and then click Update. The profile will be updated immediately.
[bookmark: _Add_business_links][bookmark: _Toc383157466][bookmark: _Toc453864696]Add business links
Select the contact or user from the list that you wish to edit by clicking on their name and their ‘Person Details’ will be displayed on the next screen. To link the user to another business, click the ‘Add Business Links’ hyperlink, you will then be presented with a list of available businesses. 
Note: You may only grant a contact/user access to an AUSTRAC Online business account for which you have Administrator level user access yourself. 
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Select the business you wish to add by using the cursor to highlight the name from the ‘Businesses Available to Link’ list and click Add. Alternatively, you can click Add All to select all available businesses. Once the name of the new business is in the ‘Links to Add’ list, click Next. 
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You will be required to select a user access role from the ‘AUSTRAC Online Access Role’ drop-down list. 
Note: If you are linking new businesses to a contact (i.e. a person without user access), you will be presented with a notice advising that the contact does not have a user account which means they cannot be assigned a user access role.
Select a contact role/s by checking the relevant box/s. When this is complete, click Next.
On the following screen, shown below, you are required to confirm the business link. Be sure to check that the user access role, contact role/s and business links information is correct. If you are satisfied the information is correct click Confirm. 
If any of the information is incorrect, click Prev to amend details.
[image: ]
[bookmark: _Toc383157467][bookmark: _Toc453864697]Remove business links
Select the contact or user from the list that you wish to edit by clicking their name and their ‘Person Details’ will be displayed on the next screen. To remove business links, click the ‘Remove Business Links’ hyperlink and you will then be presented with a list of businesses available for removal. 
Note: Removing the business link for a user to the AO account that the Administrator performing this task is currently logged into is not permitted.
Select the business you wish to remove by using the cursor to highlight the name from the ‘Business Links Available for Removal’ list and click Add. Alternatively, you can click Add All to select all available businesses. Once the name of the newly added business in the ‘Links to Remove’ list, click Next.
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On the next screen as shown below, you will be required to confirm removal of the business link. If you are satisfied the information is correct click Confirm. 
If any of the information is incorrect, click Prev to amend details or Cancel to abort the business link removal and return to the users ‘Person Details’ page.
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[bookmark: _Toc383157468][bookmark: _Toc453864698]Deactivating or reactivating a contact or user profile
Navigate to the ‘Contacts and Users’ screen and search for the contact or user (if you search without any entries in the search criteria, all contacts and users will be displayed).
Select from the list the contact or user you wish to deactivate by clicking their name and their ‘Person Details’ will be displayed on the next screen.
Click the ‘Deactivate’ or ‘Reactivate’ hyperlink at the top of the screen (whichever the case may be). On the next screen click Confirm to deactivate/reactivate the contact or user. Alternatively, click Cancel to abort the action.
Note: Contacts and users cannot be removed from the system for audit purposes. However, users can be deactivated so that they cannot access the system and contacts can be deactivated to hide them from view on the ‘Contacts and Users’ main screen. AUSTRAC Online does not allow a user to deactivate their user account or contact profile.
[bookmark: _Toc383157469][bookmark: _Toc453864699]Changing a password
Navigate to the ‘Contacts and Users’ screen and if your business has more than 15 users you will need to conduct a search for the user (if you search without any entries in the search criteria, all users will be displayed).
Click the ‘Reset Password’ hyperlink in the right-hand column of the list for the applicable user and on the next screen click Confirm to reset the password or Cancel to abort the action.
Once you have reset the password, the user will receive an auto-generated email containing a temporary password. Upon their next login to AUSTRAC Online, the user will be prompted to change the password to one of their own choosing.
[bookmark: _Toc383157470][bookmark: _Toc453864700]Maintaining local roles for users
If you have created specific user roles in the Transaction Reports environment of AUSTRAC Online for reporting purposes, known as ‘local roles’ you are now able to apply these to new and existing users in the ‘Contacts and Users’ editing functions as set out in Section 14. 
[bookmark: _Maintaining_your_business’][bookmark: _Toc214187317][bookmark: _Toc214681013][bookmark: _Toc215555863][bookmark: _Toc215565481][bookmark: _Toc215567304][bookmark: _Toc215646804][bookmark: _Toc214187319][bookmark: _Toc214681015][bookmark: _Toc215555865][bookmark: _Toc215565483][bookmark: _Toc215567306][bookmark: _Toc215646806][bookmark: _Ref235529761][bookmark: _Toc383157472][bookmark: _Toc453864702][bookmark: _Toc187409451]How to view, update or add your business’ branch/retail outlet details
Click on ‘Branches’ under the 'My Business' menu. A screen will display allowing you to add new branches, or search for and update existing branches. 
When creating a new branch, conduct a search prior to ensure that the branch does not already exist in the system.
To add a new branch, click the ‘Add New Branch’ hyperlink and complete the fields. Click Add or Cancel to abort the action.
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Note: When adding a new branch, you must fill in both the ‘Location Name’ and ‘Branch Identification Number’. These can be names, numbers or a combination of both. The ‘Location Names’ and ‘Branch Identification Number’ of a particular branch may be different or can have the same value. 
To search for a branch you can either click the Search button to display all your branches. Alternatively, you can use the search criteria fields provided to narrow the search results.
By selecting the ‘Branch ID’ hyperlink in the search results list you can view the applicable branch details, edit the details or make the branch inactive. 
Click Update to save information once you have entered it or click Cancel to abort the action. 
[bookmark: _Toc342557335][bookmark: _Toc342557336][bookmark: _Toc342557337][bookmark: _Toc342557338][bookmark: _Toc342557339][bookmark: _Toc342557340][bookmark: _Toc342557341][bookmark: _Toc342557342][bookmark: _Toc342557343][bookmark: _Toc342557344][bookmark: _Toc342557345][bookmark: _Ref235529794][bookmark: _Toc383157473][bookmark: _Toc453864703][bookmark: _Toc187409452]How to add or update your business’s agent details
Click on the ‘Agents’ item under the 'My Business' menu and a screen will display allowing you to add new agents or search for and update existing agents' details. When adding a new agent, conduct a search prior to ensure that the agent’s record does not already exist in the system.
To add a new agent click on the ‘Add New Agent’ hyperlink and complete the details. Once completed click Add to create the agent record or Cancel to abort the action.
[image: ]
Note: When adding a new agent, you must fill in both the ‘Location Name’ and ‘Agent ID’. These can be names, numbers or both. The ‘Location Names’ and ‘Agent IDs’ of a particular agent may be different or can have the same value. 
To search for an agent, click Search to display all of your agents. Alternatively, you can use the search criteria fields provided to narrow the search results.
By selecting the ‘Agent ID’ hyperlink in the search results list you can view the applicable agent details, edit the details or make the agent inactive. 
Click Update to save information once you have entered it or click Cancel to abort the action. 
[bookmark: _Toc333588696][bookmark: _Toc342481391][bookmark: _Toc342557347][bookmark: _Toc333588697][bookmark: _Toc342481392][bookmark: _Toc342557348][bookmark: _Toc383157474][bookmark: _Toc453864704][bookmark: _Toc187409453]How to enrol or register another business with AUSTRAC
If you are associated with another business with AML/CTF Act obligations, which hasn’t already been enrolled or registered with AUSTRAC, you can use the ‘Add a new business’ option of the ‘My Business’ to do so.
By using this function, AUSTRAC Online Administrators ensure that their user account is associated with the new business account. This means that they are able to use the same user ID and password to log into the new business account and link other contacts and users to it as required.
[bookmark: _Toc214187338][bookmark: _Toc214681046][bookmark: _Toc383157475][bookmark: _Toc453864705][bookmark: _Toc187409454]How to search the event log?
The ‘Search Event Log’ function allows you to view details of events (actions) that have taken place within your AUSTRAC Online business account.
This function provides an audit trail for your business account.
To search the event log, select ‘Search Event Log’ in the ‘My Business’ menu.
· Select an ‘Event type’ from the drop-down menu. 
· Select a ‘From’ and ‘To’ date and click Search (Note that the default date range is only 90 days).
· Click Clear to clear search criteria.
[image: ]

[bookmark: _How_to_create][bookmark: _Toc383157477][bookmark: _Toc453864707][bookmark: _Toc187409455]How to create or become a member of a designated business group (DBG)
[bookmark: _Toc214187324][bookmark: _Toc214681020][bookmark: _Toc215555870][bookmark: _Toc215565488][bookmark: _Toc215567311][bookmark: _Toc215646811][bookmark: _Toc193769069][bookmark: _Toc383157478][bookmark: _Toc453864708]Getting started
Before forming a designated business group (DBG) in AUSTRAC Online, ensure that:
· all intended DBG members are eligible to be part of the group (as per Chapter 2 of the AML/CTF Rules)
· the Nominated Contact Officer (NCO) for the DBG is an Administrator for one of the intended members in AUSTRAC Online. 
The NCO is responsible for forming and maintaining the DBG and serves as the group’s primary contact with AUSTRAC. The NCO is defined in Chapter 2 of the AML/CTF Rules as ‘the holder from time to time of one of the following positions:
(a) an ‘officer’ as defined in the Corporations Act 2001, of a member of a designated business group; or 
(b) the AML/CTF Compliance Officer of a member of a designated business group, where that officer or compliance officer has been appointed by the designated business group to hold the position of the ‘Nominated Contact Officer’.
[bookmark: _Toc193769070][bookmark: _Toc383157479][bookmark: _Toc453864709]Forming a designated business group – overview
Forming a DBG is performed entirely online by:
· completing a single 'Form 2' which establishes the DBG
· completing a 'Form 1' for each proposed group member listed in the ‘Form 2’ (each Form 1 confirms the entity’s election to be a member of the DBG)
· processing of your DBG formation application by AUSTRAC.
Upon completion of the above three steps, AUSTRAC will notify you to advise your DBG formation application has been processed.
The process steps are detailed in the sections below.
[bookmark: _Toc383157480][bookmark: _Toc453864710]Forming a designated business group – instructions
Note: When performing the steps listed below, information can be saved at any time simply by clicking Save.
To create a DBG online, complete the following steps:
1. Log in to AUSTRAC Online business account for the entity that wishes to initiate the DBG. This could be any of the businesses which is intended to be a member of the DBG.
2. Click on ‘Designated Business Group’ in the ‘My Business’ menu.
3. Click the ‘Create a new DBG’ hyperlink.
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4. Complete the ‘Designated Business Group name’ and ‘Establishment date’ fields.
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5. Select the NCO for the DBG by clicking the ‘Select a Nominated Contact Officer’ hyperlink and conduct a name search to find the required person.
Note: The persons available for selection as the NCO are limited to those listed as a contact or user on the AUSTRAC Online business account you are logged in to. Search either via first name, last name or just click Search to view all contacts and users. If the NCO is not a current user or contact, you will need to create them or link them in ‘Contacts and Users’. Refer to Section 8.
[image: ]
6. Select the nominated NCO from the search results list by clicking on the email address hyperlink of the applicable. The NCO details will then be displayed.
[image: ]
7. DBG members now need to be elected. If you want to add a business for which you are already a user, select it from the drop-down menu. Alternatively, type the legal name of the business in the ‘Business Name’ field and click Add (the business name must be typed in full). Note that you may be prompted by the system to supply the ABN or ACN for the business.
Once complete, the elected member will appear under 'Elected Members'. If the business was added in error, click on the remove hyperlink.
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8. Repeat the above step for each business that will form part of the DBG.
Note: You may save your work at any time by clicking Save.
9. Once all members of the DBG have been elected, click Submit and a confirmation screen will be displayed. Click the hyperlink to be returned back to the ‘Designated Business Group (DBG) Administration’ screen. The status under 'Form 2: Formation of a Designated Business Group' will read 'Incomplete. Form 1s must be submitted to complete the DBG creation'.
[image: ]
10. If you wish, you may click the ‘Print’ hyperlink that appears in the Form 2 section of the Designated Business Group (DBG) Administration screen and the PDF document 'Form 2: Formation of a Designated Business Group' will open. You may save an electronic copy of the PDF and/or print to retain a hard copy for your records.
Note: You are not required to submit a hard copy of Form 2 to AUSTRAC.
Note: The following steps (11–15) must be completed by each of the proposed DBG members to confirm their election. They must each log in to AUSTRAC Online and navigate to Designated Business Group in the ‘My Business’ menu.
11. Click the ‘Update’ link that appears under the ‘Form 1: Election to be a Member of a Designated Business Group’ section as illustrated below. 
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Select the person who elects the entity to be a member of the DBG by clicking the ‘Select Electing Person’ hyperlink and conduct a name search to find the required person.
[image: ]
Note: The persons available for selection as the electing person are limited to those listed as a user on the AUSTRAC Online business account you are logged in to. Search either via first name, last name or just click Search to view all users.
12. Select the electing person from the search results list by clicking on the email address hyperlink of the applicable person. The electing person’s details will then be displayed. 
13. Select the appropriate option to confirm the business’ relationship to other DBG members by clicking the applicable check boxes and click Submit. In the confirmation screen click the hyperlink to return back to the ‘Designated Business Group (DBG) Administration’ screen. 
14. Note, now that the status under 'Form 1: Election to be a Member of a Designated Business Group' will be ‘Complete’. To produce a PDF document for this Form 1, click the ‘Print’ hyperlink and the PDF document 'Form 1: Election to be a Member of a Designated Business Group' will open. You may wish to save an electronic copy of the PDF form and/or print to retain a hard copy for your records. 
Note: You are not required to submit a hard copy of Form 1 to AUSTRAC.
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What happens next?
Once the Form 2 and all Form 1s have been completed in AUSTRAC Online, AUSTRAC will be automatically notified (no further action from you is required).
AUSTRAC will then review and process your DBG formation. You will be notified once this is complete (please allow up to two weeks for AUSTRAC processing).
When your DBG is active, the 'Designated Business Group (DBG) Administration' page will show a status of ‘Active’ against the DBG name.
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[bookmark: _Toc383157481][bookmark: _Toc453864711]Variations to a designated business group
AUSTRAC Online allows you to perform a variation to a DBG to:
· withdraw a member
· elect a new member
· terminate the entire DBG
· change the name of the DBG
· change the NCO.
Note: Variations to a DBG will only take effect after being processed by AUSTRAC.
To make a variation to a DBG, complete the following steps:
1. Log in to AUSTRAC Online and select ‘Designated Business Group’ from the ‘My Business’ menu to view the ‘Designated Business Group (DBG) Administration’ page. 
2. Click the ‘New Form 3: Variation’ hyperlink.
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3. On the following screen select the DBG you would like to make the variation to, from the drop-down menu (if applicable).
4. Select the variation type from the drop-down menu:
· Withdrawal: remove a member from the DBG 
· Election: elect a new member to join the DBG
· Terminate: disband the DBG
· Other – Contact Name: change the NCO
· Other – DBG Name: change the name of the DBG. 
Note: Before withdrawing a member ensure that the NCO’s details are sourced from another continuing member of the DBG. AUSTRAC Online will not permit the Withdrawal of a member that is used to source the NCO’s details. This may require a change of Contact Name to be processed before the Withdrawal.
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5. Once your variation information is complete, click Submit and a confirmation screen will be displayed. Click the hyperlink to return back to the ‘Designated Business Group (DBG) Administration’ page.
6. The status under 'Form 3: Variations' will read ‘Pending processing’. If you wish, you may click the ‘Print’ hyperlink and the PDF document 'Form 3: Variations' will open. You may save an electronic copy of the Form 3 in PDF and/or print to retain a hard copy for your records.
Note: You are not required to submit a hard copy of Form 3 to AUSTRAC.
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What happens next?
Once you submit your variation request, AUSTRAC will be automatically notified (no further action from you is required).
[bookmark: _Toc214187330][bookmark: _Toc214681026][bookmark: _Toc214187333][bookmark: _Toc214681029][bookmark: _Toc214187334][bookmark: _Toc214681030][bookmark: _Toc214681034][bookmark: _Toc214681035][bookmark: _Toc214681036][bookmark: _Toc214681037][bookmark: _Toc214681038][bookmark: _Toc214681040][bookmark: _Toc214681041][bookmark: _Toc214681042][bookmark: _Toc214681043][bookmark: _Toc214187336][bookmark: _Toc214681044]AUSTRAC will then review and process your variation request. You will be notified once this is complete. Please allow up to two weeks for AUSTRAC processing.
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[bookmark: _Toc383157482][bookmark: _Toc453864712][bookmark: _Toc187409456]The AML/CTF compliance report
During the AML/CTF compliance report lodgement period reporting entities are able to create, complete and submit their AML/CTF compliance report via AUSTRAC Online. The system tailors the report depending on the responses provided as you are completing it and DBG membership status (for instructions on how to set up a DBG, refer to Section 10 in this guide). 
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For an entity that is not obligated to submit a compliance report they will be presented with the following screen and be unable to open/submit the report:
[image: ]

[bookmark: _How_to_create_1][bookmark: _Toc383157483][bookmark: _Toc453864713][bookmark: _Toc187409457]How to create a new AML/CTF compliance report?
If your business has an obligation to submit an AML/CTF compliance report this is undertaken via AUSTRAC Online. This is an efficient and secure method to submit an AML/CTF compliance report.
To submit your AML/CTF compliance report via AUSTRAC Online, please complete the following steps:
1. Log into your AUSTRAC Online business account.
2. Expand the ‘My Business’ menu and select ‘Compliance Reports’.
3. To create the compliance report, click on the ‘Open compliance report’ hyperlink. If you are submitting on behalf of a DBG, it will say ‘Open compliance report for DBG’. 
4. The Compliance Report will open in the same browser window.
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[bookmark: _Toc383157484][bookmark: _Toc453864714]Navigation of the online compliance report
To navigate through the online AML/CTF compliance report, use the following functions:
· Click Continue on the Introduction to begin the Compliance Report
· Click Save and Continue when you have completed all the questions applicable to your business to continue to the next page.
· Click Back to go back to the previous page.
· Click Submit compliance report when you have completed all the questions applicable to your business to submit the compliance report. 
· As you progress through the report a green tick and ‘Complete’ will populate next to each section of the report that relates to particular sections of the AML/CTF Act and Rules. You can click each of these sections in the navigation pane to quickly jump to these pages. 
· You can preview and print a summary of your responses anytime by selecting the ‘Review and submit’ button. Individual pages of the compliance report are also available for printing.
Note: The only way to exit your compliance reporting session is to exit the browser session, requiring you to navigate back into AUSTRAC Online.
[image: \\hq\synch\homesSYD\nszekely\Desktop\CR20 menu.PNG]
Note: If you do save and exit your compliance report your responses are saved at the last available save point. However the navigation pane will show all sections as ‘To do’ on re-entering the report.
[bookmark: _Toc532916639][bookmark: _Toc532984164][bookmark: _How_to_complete][bookmark: _Toc383157485][bookmark: _Toc453864715]

[bookmark: _Toc187409458]How to complete an AML/CTF compliance report?
You will be presented with questions that are applicable to your business and you must answer every question accurately. You will be presented with a mix of multiple choice and free text response options. 
Please read the ‘Introduction’ page of the AML/CTF compliance report screen and click Continue.


[image: \\hq\synch\homesSYD\nszekely\Desktop\CR 20 Introduction.PNG]
[image: \\hq\synch\homesSYD\nszekely\Desktop\How to complete the CR 20 form.PNG]
Answer the question regarding designated services provided in the period and click Save and Continue.
[image: \\hq\synch\homesSYD\nszekely\Desktop\No Designated services provided.PNG] 

Answer all questions accurately, ensuring you press Save and Continue once you have completed each page.
 
[image: \\hq\synch\homesSYD\nszekely\Desktop\An incomplete section BEFORE.PNG]

If you have failed to answer a question relevant to your business before clicking Save and Continue, the question/s you have missed will be shaded in red. You must answer these questions to be able to ultimately submit your report. 

[image: \\hq\synch\homesSYD\nszekely\Desktop\Incomplete section AFTER.PNG]
 
If you need to correct your submitted compliance report contact the AUSTRAC Contact Centre on 1300 021 037 or contact@austrac.gov.au for assistance. 
[bookmark: _How_to_lodge][bookmark: _Toc187409459]How to lodge an AML/CTF compliance report?
Once you have answered all relevant questions in the compliance report you will have the opportunity to provide your feedback to AUSTRAC on the ‘Your feedback’ screen. Complete the optional feedback questions or alternatively leave them blank. Ensure you click on ‘Save and Continue’.
Once you have answered all relevant sections of the compliance report you will be presented with the ‘Review and submit’ screen. This screen contains a summary of your answers for your review. 
[image: \\hq\synch\homesSYD\nszekely\Desktop\Review and Submit Summary page.PNG]

This screen will also alert you to any sections that you have left incomplete.
[image: \\hq\synch\homesSYD\nszekely\Desktop\Full page Summary of not commenced section.PNG]

The Summary page can also be printed.
[image: \\hq\synch\homesSYD\nszekely\Desktop\Summary page for printing.PNG]

When you have reviewed all of your responses for completion and accuracy, read the Declaration section and tick the Declaration checkbox.

[image: \\hq\synch\homesSYD\nszekely\Desktop\Declaration and Submit Compliance Report.PNG]
Click the Submit compliance report button to automatically submit your compliance report to AUSTRAC.



Upon submission, you will be presented with the Compliance report submission receipt page:
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[bookmark: _Toc509334176][bookmark: _Toc383157487][bookmark: _Toc453864717][bookmark: _Toc187409460]How to view a previous AML/CTF compliance report?
If you have previously used AUSTRAC Online to submit a compliance report you are able to view a list of AML/CTF compliance reports for the previous reporting periods as well as any outstanding reports via the Your Submitted Compliance Reports table on the Compliance Reports screen. 
If you wish to view and continue working on an incomplete report for the current reporting period, click on the Open Compliance Report button (see Section 11.1 above) to re-open the current compliance report. Information previously entered in this report will be retained. Once opened, the report will be available for editing, saving changes or submitting when complete.
To view and/or print a copy of a submitted compliance report from 2016 onwards, click the View report link that appears in blue in the Your Submitted Compliance Reports table.
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To view compliance reports for the reporting period 2016 and prior, you can click on the ‘archive’ link. 
[image: ]
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To view and/or print a PDF copy of a compliance report in this screen, click the PDF link that appears in blue.
If you require assistance completing your AML/CTF compliance report contact the AUSTRAC Contact Centre on 1300 021 037 or contact@austrac.gov.au for assistance. 

[bookmark: _Toc342557363][bookmark: _Toc383157489][bookmark: _Toc453864719][bookmark: _Toc187409461]DBG compliance reports
If you are a member of a DBG, the AML/CTF compliance report needs to be submitted by one of the members on behalf of all active members in the group. 
However, if answers to some compliance report questions vary for particular members, they are required to amend the responses individually by using the ‘Override’ function.
Note: AUSTRAC recommends that all active members of the DBG coordinate to decide who will be submitting the group response. Where a member of the DBG initiates the group response, other active members in the DBG will not be aware of it when logging in to AUSTRAC Online. As such, it is possible for a subsequent group response to be initiated, replacing any previous group response not yet submitted. 


To override the answers to the submitted DBG compliance report, complete the following steps:
1. Log into the AUSTRAC Online business account for the entity that needs to be amended.
2. Expand the ‘My Business’ menu and select ‘Compliance Reports’.
3. Click the Override button as shown in the screen shot illustration below.
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4. Confirm that you wish to complete action by clicking Proceed with override or click Cancel to abort the operation.
[image: ]
5. The DBG compliance report will open and allow you to change the pre-populated responses to the questions as required. Once the amendments have been completed, submit the report as outlined in Section 11.3 above. 
6. The Current Compliance Reports table will now reflect that the member has submitted the variation to the DBG compliance report.
[image: ]

[bookmark: _Toc453864720][bookmark: _Toc187409462]‘My Affiliates’ menu options
The ‘My Affiliates’ menu allows Remittance Network Provider (RNP) administrators to create and maintain a network of registered affiliates. As the administrator you can submit applications for new affiliates, manage the registrable details of your existing affiliates, renew existing registrations and when required remove them from your network if applicable. 
Click the plus sign icon + to expand the ‘My Affiliates’ menu and view the options:
· Renewals 
· 3–6 month renewals projection
Clicking on ’My Affiliates’ will present an overview of your current network of affiliates and gives you visibility of all previous affiliates and applications (please refer to Appendix C for the ‘Registration Status Explanation’ table). In addition, it provides a link to Enrol and / or register a new affiliate. This is an opportunity to individually submit a form for either enrolment of a new organisation as an affiliate of your network or to register an organisation that is already on the Reporting Entity Roll.
[image: My Affiliates summary screen now includes 'Expired' filter.]
[bookmark: _Toc453864721][bookmark: _Toc187409463]Create new application for affiliate
Click the link is at the top of the screen, either:
a. download Affiliate Enrolment and Registration Form (applicable for new Affiliates not already on the Reporting Entities Roll)
b. download Affiliate Registration Form (applicable for Affiliates already on the Reporting Entities Roll).
Complete the form and submit.
[image: Link to download an Enrol and Register form for new Affiliates
Link to download a Registration only form]
[bookmark: _Renewals][bookmark: _Remittance_Network_Provider][bookmark: _Toc453864722][bookmark: _Toc187409464]Remittance Network Provider – Renewals for affiliates
When you do have renewable affiliate registrations, your screen will present a graph and a table as an easy way to view the progression of the registrations towards the expiry date, as well as a logical way to prioritise the renewal request process for your administration staff.
Affiliate registrations will expire three (3) years after the date of registration. AUSTRAC will provide access for you to request renewal of an affiliate registration 90 days prior to the expiry date. A renewable affiliate registration is one that falls due within the next 90 days and for which you have not yet submitted a renewal request. 
In some circumstances you may not have any renewable affiliate registrations, in which case a message will be displayed on your screen.
Note: Unlike Remittance Network Provider and Independent registrations, AUSTRAC will not issue any system generated email notifications with respect to Affiliate registration renewals.
[image: Affiliate Renewals screen where there are no affiliates in the renewal period.]
[bookmark: _Toc453864723][bookmark: _Toc187409465]Using the Renewals screen
1. Expand the My Affiliates menu and click ‘Renewals’.
2. The system displays a page titled ‘My Affiliates – Renewals’.
By using the slider tool additional help text will be displayed. This will assist in using the graph displayed on the screen. 
Under the explanation text, a link, ‘Export CSV’, is incorporated to enable you to download a list of registrations that fall within the 90-day renewal period, as a file in a Comma Separated Value (CSV) format. 
[image: Renewals screen showing graph of renewable affiliates.]
3. When the graph is populated, it will default to show the details of the affiliates that expire within the next seven days. This default range is lightly shaded on the screen and will be easily identifiable. The details of the affiliate registrations within the shaded area will be populated in a table below the graph.
4. At times, there may be a 'warning', under the explanation text that there are Affiliates due to expire ‘Today’ (if there is a warning message of this nature, please ensure that you action these affiliate renewals on that day). The warning is clearly identifiable and the message advises how many affiliate registrations will expire today.
[image: Renewals screen showing one affiliate is due to expire today.]
5. Looking at the X axis, the ‘Days until expiry' and has markings for: Today; 7 days; 30 days; 60 days and 90 days. Each vertical ‘bar’ represents the number of affiliate registrations that will expire on that one day. 
Note: The graph displays every calendar day. A registration can expire on any day / date of the year, including non-business and non-working days.

6. Functions of the 'slider' (handles, linked to either end of the shaded area) – you can drag the slider to the left or right to expand or contract the selection of Affiliates.
7. Looking at the 'Renewable Affiliates' on the Y axis of the graph there are markings for various numbers such as: 1; 10; 100 and 1000. The volume of affiliates managed by RNPs varies significantly and this graph is designed to be useful when displaying the number of renewable registrations.
8. Moving the slider will populate the table below the graph. Select a date range that suits your need and observe the table content change.
[image: Renewals graph and table populate with afiliates' details.]
[bookmark: _Toc453864724][bookmark: _Toc187409466]Using the Table to select renewable affiliate registrations
1. When the table is populated you will have the ability to select one or many registrations for renewal and this is done by clicking into the check box on the left hand side of each registration expiry date. The table is presented in expiry date order – with the shortest renewal period at the top of the list. The list cannot be re-sorted.
2. The Legal Name field contains a link to the affiliate registration (General Details) screen. From there you can verify other registration details and / or submit an update form, Registration removal form or Reporting Entities Roll removal form.
3. To select renewable registrations, place a check mark in the box the left hand side of each affiliate’s registration details. The system will count the selections and this is displayed in a blue button on the bottom of the screen. 
[image: Renewals screen with graph and table and several selected affiliates.]
4. The following screen requires a confirmation from you of the list that you have produced. This list is not sortable or editable, but serves as a way for you to confirm the registrations you are ready to include in a renewal request.
[image: Renewals confirmation showing the affiliates that were selected in the previous table] 
5. Clicking on the button ‘Continue to renewal form’ will produce a prepopulated[footnoteRef:4] affiliate registration renewal request form (ATRC1021).  [4:  The affiliate renewal request form has a restriction to the number of affiliate registrations that can be submitted via the one form. An error will be display if you have attempted to submit over the limit.] 

6. Carefully read and check all sections of the form before submitting the form.
7. You will be issued with a reference number and an opportunity to download the receipt. It is recommended that you download and retain a copy of your receipt for your records as this will list all of the affiliates that you have just renewed with a single receipt number. 
8. Close the form and the screen ‘My Affiliate – Renewals’ will display a button allowing you to ‘Return to Renewals’.
[image: Screen that follow a form submission.]
9. You will be return to the original screen with the graph.
10. The affiliates for which you have already submitted a registration renewal request form will NOT be visible on the graph or on the table below the graph area. You cannot submit multiple renewal requests for an affiliate registration at the same time.
11. As an RNP compliance officer, you will receive written confirmation of the outcome of the renewal request submitted on behalf of your affiliate. Your affiliate’s compliance officer will also receive written confirmation of the outcome of the renewal request.
12. As long as an RNP submits an affiliate renewal form prior to the expiry date the entity can continue to operate until AUSTRAC makes a decision regarding the registration.
[bookmark: _Toc453864725][bookmark: _Toc187409467]My Affiliates – 3–6 month renewal projection
Prior to submitting a renewal request for your affiliates you must be sure that their registrable details are current and correct. In order to assist you in prioritising these activities we have included a screen that will show the affiliate registrations that fall due in the next 3–6 months’ timeframe. This will allow a full three months in which to conduct any necessary checks and administration work before the affiliate registrations move into the 90-day renewable period.
The 3-6-month renewal projection screen displays a graph and a table that is populated from the graph. The table offers the opportunity to view the affiliate’s Legal name and from there go directly to a variety of forms such as  an update form, registration removal form or the RE Roll removal form.
To view the screen, expand ‘My Affiliates’ menu; click once on ‘3-6-month renewal projection’. If there are no affiliate registrations that fall within the renewal period, the screen will indicate that you do not have any renewable affiliate registrations.
[image: 3 - 6 month renewal projection screen where there are no affiliates in the 91 - 180 day period.]
However, if you do have affiliate registrations that fall within the 3–6 month period the graph and table will appear. Below is an example of the screen and how it operates. 
[image: 3 - 6 month renewal projection screen with graph.]
[bookmark: _Toc453864726][bookmark: _Toc187409468]Using the 3–6 month renewal projection screen
1. Expand the My Affiliates menu and click ‘3-6-month renewal projection’
2. The system displays a page titled ‘Projection of Affiliate Renewals 3–6 months prior to expiry date’
At the top of the screen there is a general description of the purpose of the graph and table and how the screen is intended to be helpful. 
There is additional pop-up text if you hover your mouse over ‘the slider’ which should assist in using the graph displayed on the screen. 
Under the explanation text, a link, ‘Export CSV’, is incorporated to enable you to download a list of registrations that fall within the 3-6-month projection period, as a file in Comma Separated Value (CSV) format. It will download only the displayed information in relation to the affiliate registrations.
[image: Example of the CSV downloaded file visible in MS Excel]
3. By default, the graph will display the first seven (7) days of the period. The selected area of the graph is lightly shaded on the screen and should be easily identifiable. The details of the affiliate registrations within the shaded area will be populated in the table below the graph.
[image: 3 - 6 month renewal projection screen where there areseveral affiliates in the highlighted 91 - 180 day period.
The table below the graph shows the details and the maintenance forms associated with each affiliate.]
4. Looking at the 'slider' (handles, linked to either end of the shaded area) – you can drag the slider to the left or right to expand or contract the selection of Affiliates
5. The X axis displays the ‘Days until expiry' having markings for: 91, 120, 150 & 180 days. Each vertical ‘bar’ represents the number of affiliate registrations that will expire on that one day. 
Note: The graph displays every day. A registration can expire on any day / date of the year, including non-business and non-working days.
6. 'Reviewable Affiliates' is the vertical axis on the graph and has markings for: 1; 10; 100 and 1000. The volume of affiliates managed by RNPs varies significantly and this graph is designed to be useful where the number of renewable registrations is small and also be useful when the number of renewable registration is significantly more (hundreds).
7. Moving the slider will select a date range and you can observe the table content change.
[bookmark: _Toc453864727][bookmark: _Toc187409469]Using the affiliate renewal projection table to complete a maintenance task
When the table is populated you will have the ability to select a registration maintenance form for single affiliates such as:
· ‘Edit Registration’: this form will prepopulate with the information last submitted by you and can be updated and submitted for processing by AUSTRAC.
· ‘Registration Removal’: you can submit a request for AUSTRAC terminate the affiliate registration, when this is processed by AUSTRAC you will be notified in writing and the registration will no longer be visible on the graph or table.
Note: ‘Remove affiliate from Reporting Entities Roll’ (and Remittance Sector Register): you can submit a request for AUSTRAC to remove the affiliate from Reporting Entities Roll, which will also terminate the affiliate’s registration, when this is processed by AUSTRAC you will be notified in writing and the registration will no longer be visible on the graph or table.
The affiliate registrations will stay visible on the screen while any form is being processed by AUSTRAC and will either be removed or will ‘move’ to the renewals period.
An affiliate registration that has been removed will not be renewable or editable.
[image: Example of a ceased affiliate's General Details screen.]
[bookmark: _‘Transaction_Reporting’_menu][bookmark: _Ref214179229][bookmark: _Toc383157490][bookmark: _Toc453864728][bookmark: _Toc187409470]Transaction reporting menu options
[bookmark: _Ref214179255]The Transaction Reporting menu option allows you to access and submit AML/CTF Act transaction reports via the electronic reporting methods. 
Click on the actual words, ‘Transaction Reporting’ to access the Transaction Reporting screen. This screen contains a link to sample AML/CTF Act report forms, related file specifications and explanatory guides. Menu option shown below is indicative only.
[image: ]
Click the plus sign icon + to expand the Transaction Reporting menu to access the following sub-menu items:
· Administration
· Reports
[bookmark: _Toc422741335][bookmark: _Toc333588715][bookmark: _Toc342481410][bookmark: _Toc342557367][bookmark: _Toc283207807][bookmark: _Toc283207935][bookmark: _Toc290030034][bookmark: _Toc383157491][bookmark: _Toc453864729][bookmark: _Toc187409471]Administration
The ‘Administration’ menu display varies depending on your user access level settings. Click the plus sign icon + to expand and view the menu options:
· Preferences.
Or click on the ‘Administration’ hyperlink to gain access to:
· Secure messages
· Role maintenance[footnoteRef:5] [5:  Available to AUSTRAC Online administrator users only] 

· Function access maintenance.
[bookmark: _Toc290030037][bookmark: _Preferences][bookmark: _Ref292381337][bookmark: _Toc383157492][bookmark: _Toc453864730]Preferences
The ‘Preferences’ page allows you to choose settings or preferences for your user account, such as:
· the auto save interval for reports
· the number of reports/rows per exported spreadsheet
· the number of items/rows per page to be displayed in a list. 
To edit your preferences, simply amend the value in the fields provided and click Save.
[bookmark: _Toc383157493][bookmark: _Toc453864731]Secure messages
The ‘Secure Messages’ function provides a secure means of sending and receiving messages containing confidential report information between yourself and AUSTRAC.
AUSTRAC recommends the use of the secure messages function over unsecured electronic means, such as email, when you or AUSTRAC need to communicate on sensitive and confidential matters relating to customers and their transactions or activities. 
For example, if you have already submitted a transaction report with incorrect information, you would advise AUSTRAC by sending a secure message using this functionality. 
If however you had a general query about transaction reporting obligations, or if you were experiencing technical difficulty with using the transaction reporting environment of AUSTRAC Online you would not use this service. AUSTRAC recommends you contact the AUSTRAC Contact Centre on 1300 021 037 or contact@austrac.gov.au for assistance. 
[image: ]
To send a secure message, click the ‘Secure Message’ hyperlink. In the new popup window that is displayed, click the ‘Send Secure Message’ hyperlink, enter the subject and message details then click Send. 
You can also search and display previous messages you have sent to or received from AUSTRAC: 
1. To find a message or filter the secure message list, select the applicable option from the ‘Show Messages Where I Am’ and ‘Message Status’ drop-down menus.
2. Click Find.
3. To select and view a message, click on the hyperlinked subject text of the message. From the ‘View Secure Message’ screen you can reply to, delete, retract the selected message or create a new message.
Note: You can only retract unread messages you have sent.
[bookmark: _Toc283207813][bookmark: _Toc283207941][bookmark: _Toc290030042][bookmark: _Toc283207814][bookmark: _Toc283207942][bookmark: _Toc290030043][bookmark: _Toc383157494][bookmark: _Toc453864732]Role maintenance
The ‘Role Maintenance’ function allows your AUSTRAC Online Administrator to define and maintain customised local user roles to suit the operational needs for your business in relation to transaction reporting. Your Administrator can create and name user roles which are meaningful to your business as well as increase or decrease access authority levels at discrete function levels beyond the standard default settings.
For further information about creating and maintaining local user roles, refer to Section 14 below.
[bookmark: _Toc383157495][bookmark: _Toc453864733]Function access maintenance
‘Function Access Maintenance’ allows your AUSTRAC Online Administrator to grant or deny access to transaction reporting functions report types and reporting methods by user account or local user role.
[bookmark: _Toc383157496][bookmark: _Toc453864734]For further information about function access maintenance and applying functions to user accounts and local roles, refer to Section 14 below.
Reports
The ‘Reports’ menu options are based on your user access level settings; therefore, you may have one or more of the below options displayed:
· Create/amend reports[footnoteRef:6] [6:  Only available to users with access to one or more AML/CTF Act report type] 

· Report file upload[footnoteRef:7] [7:  Only available to businesses and users with permission to use the file upload function] 

· Report a Cross Border Movement of Monetary Instruments[footnoteRef:8] [8:  Available to all AUSTRAC Online ‘administrator’ and ‘approval and submission’ users] 

· Receipts
· Statistics.[footnoteRef:9]  [9:  Available to all AUSTRAC Online administrator users by default and to other user types on a permission basis] 

Click the plus sign icon + to expand the menu options; or click on ‘Reports’ to go directly to the ‘Create/amend reports’ screen.
[bookmark: _Toc383157497][bookmark: _Toc453864735]Create/amend reports
‘Create/amend reports’ provides the access point to create and submit AML/CTF Act transaction report types relevant to your business. Access to the report types are derived by your business’ details and the designated services your business provides:
AML/CTF Act transaction reporting obligations:
There is one report type available under section 41 – reports of suspicious matters
a. Suspicious Matter Report (SMR)
There are four report types available under section 43 – reports of threshold transactions
b. Threshold Transaction Report $10,000 or more – Financial and Bullion Services (TTR-FBS)
c. Threshold Transaction Report $10,000 or more – Gambling Services (TTR-GS)
d. Threshold Transaction Report $10,000 or more – Investment/superannuation/insurance (TTR-ISI)
e. Threshold Transaction Report $10,000 or more – Money Services Businesses (TTR-MSB)
There are two report types available under section 45 – reports of international funds transfer instructions
f. International Electronic Funds Transfer Instruction Report (IFTI-E)
g. International Funds Transfer Instruction Report under a Designated Remittance Arrangement (IFTI-DRA).
The screen shot below illustrates a typical AML/CTF Act ‘Create/amend reports’ display for a financial services business:
[image: ]
The screen shot below illustrates a typical AML/CTF Act ‘Create/amend reports’ display for the gambling sector:
[image: ]
The screen shot below illustrates a typical AML/CTF Act ‘Create/amend reports’ display for a remittance service provider:
[image: ]
The ’Create/amend reports’ option allows for:
· data entry of a single report type by clicking on the ‘Create’ hyperlink in the ‘Create’ column
· data entry of multiple reports of the same type via a spreadsheet by clicking on the ‘Create’ hyperlink in the ‘Spreadsheet’ column
· reviewing and amending incomplete reports which have been previously saved but not submitted by clicking on a numbered hyperlink in the ‘Incomplete’ column
· reviewing and amending reports awaiting approval from a user with submission authority access within your business by clicking on a numbered hyperlink in the ‘Awaiting Approval’ column
· reviewing and amending Reports Requiring Further Action (RRFA) by clicking on a numbered hyperlink in the ‘Returned by AUSTRAC’ column
· users to define and save default values for information that remains relatively static between each report submission by clicking on the ‘Default’ hyperlink in the ‘Default’ column.
For information regarding various reporting methods, such as data entry and spreadsheet reporting, refer to Section 13.2 below.
Note:
You will only have access to the report types that are applicable to your business. Access to the various report types are derived from details about your business and the designated services your business provides. Your AUSTRAC Online administrator is required to regularly review and keep these details up to date.
Access to report types and various reporting methods may further be restricted based on your user access levels as defined by your AUSTRAC Online Administrator. 
[bookmark: _Report_file_upload][bookmark: _Ref235502599][bookmark: _Toc383157498][bookmark: _Toc453864736]Report file upload
The ‘File Upload’ page allows users to search, select and submit a file containing transaction reports to AUSTRAC.
You can submit using this function for any file containing transaction reports that:
· have been created through a file extraction process for either AML/CTF Act reporting
· are a comma separated (.csv) file generated from an AUSTRAC-supplied Microsoft Excel template for reporting purposes.
[image: ]

Note:
Electronic report file format specifications for a file extraction process are available from ‘AML/CTF Act reporting forms, file specifications and explanatory guides’ on the Transaction Reporting page in AUSTRAC Online.
An automation option for the ‘Report File Upload’ function is also available. Please refer to the report file transmission specification available from ‘AML/CTF Act reporting forms, file specifications and explanatory guides’ on the Transaction Reporting page in AUSTRAC Online.
To submit a report file, click the Browse button to search for and select the file you want to upload, and then click Submit. 
The system will notify you of the success or failure of a report file upload as illustrated in the screen shot below.
[image: ]
In the case of a failed report file upload, use the error messages to determine the cause of the problem and attempt to rectify the problem before contacting the AUSTRAC Contact Centre. 
Previous report file upload success or failure details are also available through the ‘Receipts’ function (refer to Receipts below).
[image: ]

Report a Cross Border Movement of Monetary Instruments
All Australian based and active REs will be given access to the CBM reporting menu in AO, and all newly enrolled REs will be given access upon enrolment.
Reporting of Cross Border Movement of Monetary Instruments (CBM-MI) is only available for two AUSTRAC Online user roles: the Administrator role and the Approval and Submission role. 
Once the ‘Report a Cross Border Movement of Monetary Instruments’ menu option is clicked another screen will open called the CBM Dashboard.
[image: ]
The CBM-MI Dashboard
The CBM-MI dashboard contains the following features:
· Information about CBM-MI reports
· Buttons to create new CBM-MI reports
· A listing of key fields from recently submitted CBM-MI reports, including the ability to search certain fields

[image: ] 

Beneath the buttons there are search fields, and a list of previous CBM-MI report submissions.
Please note that first time CBM-MI users will receive the message ‘No match found’ as shown in the screen capture below. This message will appear until at least one CBM-MI report is submitted. Once a CBM-MI report is submitted, the report summary will be shown in place of the message. 

[image: ]
Search of previously submitted CBM-MI reports can be done using the following parameters:
· Receipt ID
· CMB-MI type
· Transaction date (±1): movement date
Reporting a CBM-MI
Click on the green button to open a new CBM-MI report. A new browser window will open with a CBM-MI report. The only reporting method available for CBM-MI is single data entry. Please note, there is no save and return functionality, and an incomplete report will not time out provided that the browser cookies are not cleared. 
To navigate through the CBM-MI report, you can navigate by clicking the ‘Next’ button at the bottom of each page or by clicking on the stepper icons across the top (pictured below for the Carrying form) and it will take you to the respective page. You can also click on the sub-title in the Summary & declaration page to go to the respective page.
[image: ]
The screen shot below is the stepper for Sending/Received form.
[image: ]
Some fields in the form are mandatory. Where the page has an incomplete response, you will receive an error message on that page and on the Summary & declaration page directing you to complete the required fields. 
Some of the fields in the report have suggestion boxes, such as:
· Address lookup
· Currency code
· Telephone prefix
You can add multiple monetary instrument, and also multiple persons in both the ‘on behalf of’ and ‘delivering to’ sections of the report.
Once each page is complete click Submit on the Summary & Declaration page. 
As shown below, a receipt page will be presented with your report details.
Note: Click the ‘Download PDF’ button to save this receipt for your records.


[image: ]
[bookmark: _Receipts][bookmark: _Ref235357714][bookmark: _Toc383157499][bookmark: _Toc453864737]Receipts 
The ‘Receipts’ page allows users to search for receipts of previously submitted reports by user ID[footnoteRef:10], reporting method, creation date, reference number and/or submission status. [10:  Available to AUSTRAC Online administrator users only] 

[image: ]
The status links will change (e.g. from ‘Created’ to ‘Transferred’ to ‘Complete’) as reports progress through the system.
A status of ‘Failed’ does not change and any failed submissions will need to be monitored and managed by your business.
[bookmark: _Toc383157500][bookmark: _Toc453864738]Statistics (function is no longer available from 14 April 2023)
[bookmark: _Toc422741348][bookmark: _Toc422741349][bookmark: _Reporting_methods][bookmark: _Ref234903725][bookmark: _Ref235354587][bookmark: _Toc383157502][bookmark: _Toc453864739][bookmark: _Toc187409472]Reporting methods 
AUSTRAC provides three submission methods for electronic reporting via AUSTRAC Online.
For reporting entities submitting AML/CTF Act transaction reports:
1. Data entry (i.e. data entry of a single report)
2. Spreadsheet (i.e. data entry of multiple reports of the same report type)
3. Extraction (i.e. file submission/transmission based on AUSTRAC’s electronic report file format specifications).
[bookmark: _Data_entry][bookmark: _Ref283213520][bookmark: _Ref283213530][bookmark: _Toc383157503][bookmark: _Toc453864740]Data entry
Single report data entry is useful for businesses with low volumes of reports or for ad hoc reporting. It is also the method used for reviewing intercepted reports from the extraction reporting method or for reports returned by AUSTRAC for verification or further clarification. 
Creating and submitting a single report 
Complete the following steps to submit a single transaction report:
1. Click on the ‘Create’ hyperlink for the appropriate report type.
[image: ]
2. Enter the details about the transaction or suspicious matter as per the requirements of the associated legislation.
3. Save the report. This is optional, but recommended to reduce the risk of losing the report and/or its contents since the last save.
4. Validate the report and correct any errors (if applicable) and save the report again, if need be.
5. Submit the report.
6. You may wish to print the receipt for your records and/or create another report. 
7. Close the receipt page. 

For more detailed assistance related to a specific AML/CTF Act report type, use the associated transaction report explanatory guide available in the ‘AML/CTF Act reporting forms, file specifications and explanatory guides’ on the Transaction Reporting page in AUSTRAC Online. 
Adding and deleting additional items 
To add additional customers, recipients, transactions, etc. to a transaction or suspicious matter report, use one of the ‘Add’ hyperlinks in the report form tree menu (see the left side of the screen). 
It is recommended that the need for additional items within the report be considered before initially creating the report. While additional items can be added at any time while completing a report, the time required to add items is impacted by any entered details in the report. 
Furthermore, please prepare, and have available, all documents (spreadsheets, PDF files, etc.) to be attached to the report before initially creating the report to complete.
[image: ] 
To add additional accounts, identification documents, etc. use the ‘Add’ hyperlinks provided in the report form:
[image: ]

To delete accounts, customers, identification documents, recipients, transactions, etc. use the delete icon [image: ] :
[image: ]
[bookmark: _Toc383157504][bookmark: _Toc453864741]Spreadsheet
Spreadsheet reporting is available for AML/CTF Act reporting and is useful for businesses with medium volumes of reports. There are two ways of using spreadsheet reporting:
1. Directly enter information into an AUSTRAC Online spreadsheet.
2. Copy and paste rows of reports, from a template you have previously exported from AUSTRAC Online, into an AUSTRAC Online spreadsheet.
Initially, only a single row is visible when you create a new AUSTRAC Online spreadsheet. New rows will be automatically created as you type into an empty row or paste reports into the spreadsheet.
To export your own Microsoft Excel spreadsheet template (or similar with other spreadsheet applications) from an AUSTRAC Online spreadsheet:
1. Click on the ‘Create’ hyperlink in the spreadsheet column for the required report type.
[image: ]
2. Click Export to save the template into your preferred spreadsheet application (e.g. into a Microsoft Excel workbook) and save it as a template.
[image: ]
3. Click Close in AUSTRAC Online.
Once you have saved the spreadsheet, you can compile your AML/CTF Act reports offline by using the exported template. When you are ready to submit the reports, log into AUSTRAC Online, create a new spreadsheet as described above and complete the following steps:
1. Copy the rows (i.e. reports) from your template/workbook. 
[image: ]
2. Paste the rows into the text box labelled ‘Paste your text here’ and click Continue.
[image: ]
3. The system will automatically populate AUSTRAC Online with the reports you pasted in and validate the reports. You are required to correct any errors shown in red text on the right-hand side of the screen. Once all corrections have been made click Save and Validate the reports, again if need be.
4. Click Submit and all successful reports will be submitted and you will receive confirmation on screen.
Note: If you need to delete reports from a spreadsheet, click on Delete to select all reports or click on the check box to the left of individual reports to select them then click on the Delete button. 
There are two spreadsheets associated with international funds transfer instructions (IFTIs) to make it easier to understand the differing requirements between the direction of transfer instructions (i.e. into Australia or out of Australia). 
When using the spreadsheet method to submit reports, ensure no more than 500 rows or 30MB are submitted at any one time. Response times may deteriorate with large numbers of reports.
[bookmark: _Toc283207826][bookmark: _Toc283207827][bookmark: _Toc383157505][bookmark: _Toc453864742]You are limited by the number of parties which can be reported via an AUSTRAC Online spreadsheet (such as ordering customers and beneficiary customers or payers and payees for IFTI reports and customers and recipients for TTR reports). If the spreadsheet has insufficient space to report all parties associated with a transaction, use the data entry reporting method instead to report the transaction (refer to Data Entry above for details).
Your default settings (refer to Default values below) will be transferred to each spreadsheet template you create using the export feature. If you change your default settings, you should also create a new template.
Any spreadsheet template you create using the export feature will be limited by the number of reports/rows specified in your preferences settings (refer to Preferences above).
Spreadsheet templates can be release and configuration dependent. AUSTRAC will notify reporting entities when spreadsheet templates need to be updated.
[bookmark: _Toc383157506][bookmark: _Toc453864743]Extraction
Extraction reporting is available for AML/CTF Act reporting and is useful for businesses with large volumes of reports.
Extraction is a process of programmatically retrieving information from computer based systems and placing that information into a file in a format acceptable to AUSTRAC. The file then needs to be submitted via the ‘Report File Upload’ function of AUSTRAC Online or transmitted via a HTTP request to AUSTRAC Online (refer to Report file upload above).
Copies of the various electronic report file format specifications, report file transmission specification and associated XML schemas can be downloaded from the ‘AML/CTF Act reporting forms, file specifications and explanatory guides’ page on the Transaction Reporting page in AUSTRAC Online.
[bookmark: _Toc383157507][bookmark: _Toc383157508][bookmark: _Toc453864744][bookmark: _Toc187409473]Reports Requiring Further Action (RRFA)
[bookmark: _Toc383157509][bookmark: _Toc383157510]AUSTRAC may return submitted transaction reports to the reporting entity for a number of reasons, for instance where the report is missing data or where the reporting entity realised that the report was incorrect and requested it to be returned for correction.
Transaction reports returned by AUSTRAC appear directly in the Returned by AUSTRAC queue of the individual AUSTRAC Online user who submitted the report. Additionally, a notification email is sent to the nominated contact officer (as listed on the My Business Contacts and Users page). Each RRFA will have an AUSTRAC stipulated timeframe for resubmission. This timeframe usually ranges from 3 to 10 days. 
[bookmark: _Toc453864745][bookmark: _Toc383157513]Viewing the RRFA reports list
The RRFA report/s are accessible in the Returned by AUSTRAC queue. This is available in the Transaction Reporting menu > Reports > Create/amend reports.
The RRFA report is returned to the queue of the person who submitted the report.
AO Users with Administrator level access can view their queue, the queue of another user in their business, or the queue for all users:
· By default, your reports queue will display when you navigate to the create/amend reports page
· For AO Users with Administrator level access, to view the report queues for all users for the RRFA reports, remove their user id from the Report Search User ID box (so that it is empty) and then click the Search button. 
The grid shows the number of reports for all users where a report is: 
· incomplete (created but not submitted)
· awaiting approval (to be submitted)
· had a report returned by AUSTRAC (awaiting a response and resubmission).
· For AO Users with Administrator level access, to view the queue of another user, you may enter the (AUSTRAC Online User ID (if known) or click on the Search for a user… hyperlink, located below the User Id box. This will take you to a search screen, where you can search on a full or partial name.
A search against a specified User ID will only return results applicable to that one User ID.
[bookmark: _Toc383157514][image: ]
[bookmark: _Toc453864746]Access the returned report
To access the returned report/s click on the hyperlinked number listed in the Returned by AUSTRAC column for the corresponding Report Type. 
[bookmark: _Toc383157511][image: ]
As shown below, a report list for that report type will display. The report list grid is a search facility with the option to select, edit or view each report listed. In addition, there are 5 buttons: Search, Clear, Reassign, Select all on page, Select all. An option to either Edit or View the report is displayed as a hyperlink on the right-hand-side of the page.
[image: ]
Note: While you may view reports returned to another AO user, you will need to reassign the report to your user id so that you can save changes and/or submit the report back to AUSTRAC. 
Alternatively, you may prefer to view the report and then refer the individual who originally submitted the report to attend to the matter and resubmit the report to AUSTRAC.
Please refer to the following section for information on the Reassign function.
[bookmark: _Toc383157523][bookmark: _Toc453864747]Reassign a Returned Report to a different user
[bookmark: _Toc453864748]Note: If this section does not apply, please go to section 3.
1. [bookmark: _Toc383157524]Select the required report/s from the report list. 
2. [bookmark: _Toc383157525]Click the Reassign button.
[image: ]
3. [bookmark: _Toc383157527]A new screen will display. Type the User ID that you want the RRFA reassigned to, or to locate a user use the Search for a user hyperlink. Click on the Reassign button to complete the action. 
[image: ]
4. [bookmark: _Toc383157529]You will be advised that the report/s were successfully reassigned. Note, that the User ID has changed in the User ID column. Click on the Return to RRFA list to go back to the previous page. If you reassigned the report/s to yourself you will now be able to edit and submit reports back to AUSTRAC. 
[image: ]
[bookmark: _Action_the_RRFA][bookmark: _Toc453864749]Action the RRFA
1. In the reports returned by AUSTRAC page, click on the Edit hyperlink.
2. The ‘AUSTRAC Requests Verification of Report Details’ page will display. Read the AUSTRAC comments and Note the listed date for the Return to AUSTRAC for the relevant requirements. The AUSTRAC comments explain why AUSTRAC returned the transaction report.
[image: ]
3. Review the details of the report in line with the verification request outlined in the AUSTRAC comments. Make all amendments to the report as necessary.
4. As part of your response you will need to complete one of the options on the right-hand-side of the screen. Select the most relevant option from the list provided and complete the ’Your response’ box.
For example, if the transaction is correct and no changes are needed, select the option Report is correct – No change and enter a brief explanation in the ‘Your response’ field. 
Other possible scenarios are available depending on the Report Type and the circumstance. For example, in relation to a TTR there are ‘Suspend report – Non cash’, ‘Report is a duplicate’ and ‘I have amended this report’. 
All returned reports will require a comment added to the ‘Your response’ field.
5. Click on the Validate button to check for any errors in the report.
6. If there are validation errors, they will appear in the Messages box. Click on the errors and they will reopen the report. Fix the error/s and repeat this exercise (Validate button – validation error fix) until no validation error is returned.
7. Click on the Submit button once you are satisfied that the report is an accurate representation of the transaction. 
8. After the successful submission, a copy of the submitted transaction report is presented for you to print for your records (Print button is at the bottom of the screen).
9. Click Close.
10. The RRFA will no longer appear in the list.
[bookmark: _Toc383157531][bookmark: _Toc453864750][bookmark: _Toc187409474]Other useful features of transaction reporting 
Other useful features of transaction reporting are:
· Default values 
· Flexible date formats
· Linked reporting obligations
· Lookups
· Online help
· Report form navigation 
· Suggestion boxes.
[bookmark: _Default_values][bookmark: _Ref283213586][bookmark: _Toc383157532][bookmark: _Toc453864751][bookmark: _Ref234921363]Default values 
If you find you are repeatedly entering the same information for a report type, you may set up default values which will pre-populate fields in each new data entry report you create.
To set up default values, use the following general steps:
1. Click on the ‘Default’ hyperlink for the applicable report type.
[image: ]
2. Enter your default value settings.
3. Save your default value settings.
4. Close the report defaults page.
You can also modify or delete your default value settings.
Note: Default value settings are used for each new single data entry report or each new AUSTRAC Online spreadsheet you create.
[bookmark: _Toc383157533][bookmark: _Toc453864753]Flexible date formats 
The default date format is based on your computer/system’s regional settings. For example, if your regional setting is set to use English (Australia), the default date format will be DD MMM YYYY. DD represents the day of the month, MMM represents month and YYYY represents year. 
Alternatively, English (United States) uses the default date format MMM DD YYYY. MMM represents month, DD represents the day of the month and YYYY represents year.
[image: ]
[image: ]
You are not restricted to the format indicated by a date field caption. For example, depending on your regional setting, 31 July 2012 can be entered as:
· dd/mm/yy – so that 31/7/12 or 31/07/12 is converted to 31 Jul 2012
· dd-mm-yy – so that 31-7-12 or 31-07-12 is converted to 31 Jul 2012
· dd.mm.yy – so that 31.7.12 or 31.07.12 is converted to 31 Jul 2012.
Note: Flexible date formats are available for AML/CTF Act single data entry and spreadsheet reports.
[bookmark: _Ref235846182][bookmark: _Toc383157534][bookmark: _Toc453864754]Linked reporting obligations 
One transaction can trigger more than one reporting obligation.
For example, your business may observe a customer acting suspiciously (with regard to money laundering risks or terrorism financing risks), who arranges for an international funds transfer of AUD15,000 and uses cash to cover the value of the transfer and any relevant fees/charges for the service. This is one transaction; however, it meets the criteria of all three reporting obligations under the AML/CTF Act:
1. The international funds transfer triggers a report for an international funds transfer instruction (IFTI) report.
2. The use of cash greater than or equal to AUD10,000 (or its foreign equivalent) triggers a report for a threshold transaction.
3. The person acting suspiciously triggers a report for a suspicious matter. 
Upon submission of an AML/CTF Act single data entry report, the report receipt will notify you of any other possible reporting obligations in relation to the transaction. The report receipt will also provide you the opportunity to create, if needed, another reporting obligation report pre-filled with information from the submitted report as illustrated in the screen shot below:
[image: ]
Note: These notices are displayed whenever a trigger for another reporting obligation has been detected. However, the link to create another reporting obligation report is only displayed when the user, who submitted the original report, has the relevant access to create the other report. 
[bookmark: _Toc383157535][bookmark: _Toc453864755]Lookups 
If your business maintains a list of branches, offices, retail outlets or locations in AUSTRAC Online (refer to Section 9 above), this information can be used for reporting purposes through the ‘Lookups’ function.
‘Lookups’ are denoted by hyperlinks starting with the word ‘Search’ as illustrated in the screen shot below.
[image: ]
Note: This feature is only available with the single report data entry reporting method.
[bookmark: _Toc383157536][bookmark: _Toc453864756]Online help 
Data entry
To access online help for a particular field when using the single report data entry method, place the cursor over the question mark icon to the right of the field.
[image: ]
Spreadsheet
To access online help for a particular field when using the AUSTRAC Online spreadsheet, place the cursor over the field label.
[image: ]
Note: This feature is only available for fields where the label is underlined, e.g. Full name.
Field help is also available for exported spreadsheet templates. To access field help, place the cursor over the comment icon associated with a field or use the display commands of your spreadsheet application to show or hide comments.
[image: ]
[bookmark: _Toc383157537][bookmark: _Toc453864757]Report form navigation 
There are various ways to navigate through a report form, such as:
· Moving sequentially forward and back through the pages with the ‘Next Page >>>’ and ‘<<< Previous Page’ hyperlinks;
· Using the menu tree to skip parts of the report form that may not be relevant to your business or to go directly to a part/section without having to page through the report;
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· Using the ‘Validation Error Message’ links to go directly to the field where an error has been detected.
[image: ]
Note: These navigational features are only available with the single report data entry and spreadsheet reporting methods. 
[bookmark: _Toc383157538][bookmark: _Toc453864758]Suggestion boxes 
Suggestion boxes are available for some fields such as:
· City/town/suburb
· Country
· Currency code
· Electronic data source
· ID issuer
· Occupation, business or principal activity
· Type of authorisation.
For example, if you do not know the currency code for a country, you can enter the name of the country or the type of currency to be presented with a list of suggestions to choose from.
[image: ]

Note: This feature is only available with the single report data entry reporting method for AML/CTF Act reports.
[bookmark: _Role_and_function][bookmark: _Ref281914772][bookmark: _Toc283191750][bookmark: _Toc383157539][bookmark: _Toc453864759][bookmark: _Toc187409475]Role and function access maintenance
[bookmark: _Defining_and_maintaining][bookmark: _Ref282172441][bookmark: _Toc283191751][bookmark: _Toc383157540][bookmark: _Toc453864760][bookmark: _Toc187409476]Defining and maintaining local roles with role maintenance
The ‘Role Maintenance’ function can be used by your AUSTRAC Online Administrator to define and maintain customised local user roles to suit the operational needs of your business in AUSTRAC Online.
A local role is role definition which can be applied to multiple users and it is useful for when your business needs to apply a function access change to a number of users at a time, instead of applying the change user by user.
Once a local role has been associated with a user, this local role and associated function access levels overrides the default global role assigned to the user.
Note: To access the role maintenance function, click on ‘Administration’ under the ‘Transaction Reporting’ menu and then click on ‘Role Maintenance’.
[image: ]
From the ‘Role List’ screen, you can:
1. Search for existing global and local roles by clicking on the Find button.
[image: ]
Note: Click on a role ID link to go to the ‘Role Maintenance’ screen to view, edit or delete the role details.[footnoteRef:11]  [11:  Only local roles can be changed or deleted] 

2. Or to add a new local role:
a. Click on the ‘Add New Role’ hyperlink. This will take you to the ‘Role Maintenance’ screen.
b. Enter the local ‘Role Id’, role display name and role description details for the local role. This needs to be something meaningful to suit your business’ operational requirements. 
c. Click the Add button to create a local role.
[image: ]

From the ‘Role Maintenance’ screen, you can also:
1. Alter the role ID, role display name or role description details by updating any of these details and clicking on the Change button; or
2. Delete a local role by clicking on the Delete button. 
Note
1. Once a local role has been created, you will need to add function access definitions to the role. You will then need to associate the role to user accounts. Refer to Section 14.2 below11.2 below for details.
2. Deleting a local role that has associated user accounts will result in those user accounts reverting to their global role (or AUSTRAC Online access role) setting. 
[bookmark: _Toc283191752][bookmark: _Toc283191753][bookmark: _Toc283191754][bookmark: _Toc283191755][bookmark: _Toc283191756][bookmark: _Defining_function_access][bookmark: _Toc283191757][bookmark: _Toc383157541][bookmark: _Toc453864761][bookmark: _Toc187409477][bookmark: _Ref282162270][bookmark: _Toc283191758]Defining function access for user accounts and local roles
‘Function Access Maintenance’ is used to maintain the access of a single user or local role (i.e. multiple users) to transaction reporting functions (such as the statistical reports page function), report types and reporting methods. This is achieved by adding, varying or deleting function access definitions (also known as a ‘Function ID’) to a user account or local role.
To access, click on ‘Administration’ under the ‘Transaction Reporting’ menu and then select ‘Function Access Maintenance’.
A function access definition is a predefined set of screens and processes in AUSTRAC Online. Refer to Appendix B for a full list of function IDs.[footnoteRef:12] [12:  AUSTRAC Online administrators will only see and have access to a subset of function IDs. Namely, the function IDs relevant to their business, which is derived from the business details and designated services provided to customers.] 

[image: ]
[bookmark: _Toc283191759][bookmark: _Toc283191760][bookmark: _Toc283191762][bookmark: _Toc283191763][bookmark: _Toc283191765][bookmark: _Toc383157542][bookmark: _Toc453864762]Defining and maintaining function access definitions for local roles
To add a function access definition to a local role:
1. Click the ‘Add new function access by role’ hyperlink.
[image: ]
2. Enter (or search and select) the ‘Function ID’ to be associated with the local role (refer to Appendix B for a list of function IDs).
3. Enter (or search and select) the ‘Role ID’ of the local role (previously created using the role maintenance function, refer to Section 14 above for details).
4. Select the required access level (refer to Appendix 0 for a list of access level values and descriptions). 
[image: ] 
5. Click Add to associate the function access definition with the local role.
6. Repeat steps 2 through 5 for each function access definition to be associated with the local role.
7. Associate the local role to the applicable user accounts, as required. This step is required for new local roles to become effective. It is not required when adjusting access levels for an existing local role.
To change or delete a function access definition for a local role:
1. Select the ‘Function search’ tab in the ‘Function Access Maintenance’ screen.
2. Default or enter (or search and select) the ‘Function ID’.
3. Default or enter (or search and select) the ‘Role ID’ of the local role.
4. Click the Search button.
[image: ]

5. Select the function ID by clicking on the ‘Role access’ link.
[image: ]
6. [bookmark: _Ref282420758]Click Update to alter any details or Delete to remove the function ID association from the local role.
Applying local roles to user accounts
A local role comes into effect once it is associated with at least one user account. To apply a local role to a user account, select the required local role from the list of global and local roles in the drop-down list for the ‘Transaction Reporting access role’ field when adding a new user account or updating an existing user account.
[image: ]
Refer to Section 8 above for details on how to add a user account and edit an existing user account respectively.
Note: Users may be required to log off and log back in to AUSTRAC Online to refresh any changes in their transaction reporting access role.
[bookmark: _Toc283191771][bookmark: _Toc283191772][bookmark: _Toc283191773][bookmark: _Toc283191774][bookmark: _Toc283191776][bookmark: _Toc283191777][bookmark: _Toc383157543][bookmark: _Toc453864763]Defining and maintaining function access definitions for user accounts
To add a function access definition to a user account:
1. Click on ‘Add new function access by user’.
[image: ]
2. Enter (or search and select) the ‘Function ID’ to be associated with the user account (refer to Appendix B for a list of function IDs).
3. Enter (or search and select) the user ID of the user account.
4. Select the required access level (refer to Appendix B for a list of access level values and descriptions). 
[image: ]
5. Click Add to associate the function access definition with the user account.
6. Repeat steps 2 through 5 for each function access definition to be associated with the user account.
To change or delete a function access definition for a user account:
1. Select the ‘User search’ tab in the ‘Function Access Maintenance’ screen.
2. Default or enter (or search and select) the user ID of the user account.
3. Click the Search button.
[image: ]


4. Select the ‘Function ID’ and/or user ID by clicking on the ‘User access’ link.
[image: ]
5. Click Update to alter any details or Delete to remove the function ID association from the user account.
Note: Deleting a function access definition from a user account will result in either the user losing access to the function completely or reverting to the access setting of the user’s global or local role, if any. The user’s global or local role listed under ‘Role access’ in a ‘User search’ of the ‘Function Access Maintenance’ screen.
[bookmark: _Toc422741378][bookmark: _Toc422741379][bookmark: _Toc422741380][bookmark: _Toc422741381][bookmark: _‘Remittance_Sector_Register’][bookmark: _Toc453864764][bookmark: _Toc187409478]‘Remittance Sector Register’ menu options
The ‘Remittance Sector Register’ menu option can be used to maintain your registration or to conduct a word or registration id number search on the AUSTRAC Remittance Sector Register. 
Click the plus sign icon + to expand the menu and view the options. AUSTRAC does not attest to the accuracy of the information contained and published in the register, other than to the extent: 
· that an entity's inclusion on the register is subject to conditions and the details of any conditions imposed 
· the entity's registration number is correct
Note: AUSTRAC makes every effort to ensure the information entered on the Remittance Sector Register is accurate at the time of submission.
[bookmark: _My_Registrations][bookmark: _Toc453864765][bookmark: _Toc187409479]My Registrations 
All of the registrations that are currently, or have previously been submitted for your organisation will be displayed on this screen. If your business does not have any current or previous registrations you will see the screen, however a message will display advising that there are no registrations (or registration history) associated with this business.
Current and previous registrations are visible on the same screen. You will have the ability to manage only your current registrations via the links available on the screen. ‘Renew’ is a link that is displayed if your registration expiry date falls within the following 90 days.

[image: ]
Affiliate registrations for your organisation are also visible on this screen. Please communicate directly with your network provider for maintenance / changes / renewals of your affiliate registration.
The ‘My Registration’ screen will display all of your registrations on the one screen. These entries are sorted in EXPIRY DATE order – so the one NEXT due for renewal is always at the top and any that have CEASED, expired or removed are always at the bottom. 
AUSTRAC will send reminder email messages regarding the expiry of all independent remittance dealers and remittance network provider registrations prior to their expiry. Reminders will be sent 90 days, 60 days, and 30 days prior to their expiry, and on the final day. As soon as possible following this notification, you should action these reminders and take steps to renew your registration. 
When a registration falls into the 90-day renewal period the registration details appear in a highlighted area and a link to ‘Renew’ to download the Form is visible.
Clicking on the renewal link will result in a popup dialogue that asks the administrator to consider whether they need to complete an update to their details and will offer them a link to the AUSTRAC Business Profile Form (ABPF) Update. There is an obligation to maintain the enrolment and registration details within 14 days of a change occurring.

[image: ]
When you select the option to update the organisation details, you are immediately taken to the ABPF Update form in a new tab. This enables you to submit the update form before following the renewal process.
To complete the renewal form, click on the renew icon and then click on the yellow button – that says ‘OPEN the registration renewal request form (ATRC1020HR)’. 
The renewal request form will open. Complete the form; please consider all the questions and statements to ensure you are making an accurate declaration on the form. Submit the form using the submit button on the last page. 
While AUSTRAC is considering your renewal request the screen below will show that renewal request receipt. 


[image: ]
Registered remittance businesses can continue to operate once the renewal form is submitted until a decision is made by AUSTRAC regarding the renewal. This includes if the expiry date passes.
AUSTRAC will respond in writing with the renewal decision, and the new expiry date will be populated.
If you choose not to submit a renewal request by the expiry date your registration will EXPIRE. This is a system function and will operate every day of the year, it will not be possible to extend or change the expiry date of your registration. Expiry is the end of this registration and the business must cease operating as a remittance business immediately. Should you wish to recommence offering to provide a remittance service you MUST apply for a new registration by submitting the appropriate online registration application form. It is not possible to operate during this period as you do not have a current registration.
[bookmark: _Toc453864766][bookmark: _Toc187409480]Search the Remittance Sector Register
From the left hand side ‘Remittance Sector Register’ menu, you can choose the search option. The search page will open in a new window.
When the screen is displayed a free text box will offer you the ability to search for a full or partial legal or trading name, or a business registration number such as ABN, ACN, or ARBN.
[image: ]
Click the Search button and the results will be displayed on this screen as per below
[image: ]
If AUSTRAC has applied conditions to a registration an icon will displayed in the ‘Cond’ column alongside the address details of the registered organisation. The icon is not a link and cannot be expanded in this screen. 
At the right hand end of each row there is an icon in the column headed ‘PDF’. When you click on the icon a PDF version of the data visible on the search screen will download. If the registration has conditions applied the PDF download will include the text of the conditions.

[bookmark: _Toc185325582][bookmark: _Toc185325583][bookmark: _Toc185325586][bookmark: _DCE_Registrations][bookmark: _Toc187409481]DCE Registrations
[bookmark: _Toc187409482]My Digital Currency Registrations 
All of the digital currency registrations that are currently, or have previously been submitted for your organisation will be displayed on this screen. 
To navigate to this screen go to the My Business page and click on the underlined ‘Registration’ hyperlink in the Designated services – Registrations section.

[image: ]

Current and previous registrations are visible on the same screen. You will have the ability to manage (view / update or remove) only your current registrations via the links available on the screen.

[image: ]
Remove Digital Currency Registration 
1. To remove your digital currency registration select the blue Remove this registration hyperlink. 
2. This will produce a prepopulated ‘Request for removal from the Digital Currency Exchange Register Form’ (ATRC1003HD).
3. Carefully read and check all sections of the form before submitting the form.
4. You will be issued with a reference number and an opportunity to download the receipt. It is recommended that you download and retain a copy of your receipt for your records.

[bookmark: _Ref215566116][bookmark: _Toc383157546][bookmark: _Toc453864768][bookmark: _Toc187409483]Appendix A: User types and default access levels
[bookmark: _Toc383157547][bookmark: _Toc453864769][bookmark: _Toc187409484]User types
There are three (3) basic AUSTRAC Online user types:
· Administrator – this user has full function access in order to manage and maintain business and registration details and user accounts, to create and submit reports, and to oversee the activities of other users.
· Approval & Submission – this user type has limited function access in order to submit reports and to oversee the activities of data entry users.
· Data Entry – this user type has function access limited to creating and editing reports only. Once this type of user has submitted a report for approval, an ‘Administrator’ or ‘Approval & Submission’ user will need to review and submit the report to AUSTRAC.
[bookmark: _Toc383157548][bookmark: _Toc453864770][bookmark: _Toc187409485]Default access levels 
The following table outlines the default menu options and functions available for each user type:
	
	User type

	Menu option/function
	Administrator
	Approval & Submission
	Data Entry

	My Business
	Y
	N
	N

	Regulatory Profile
	Y
	N
	N

	Contacts and Users
	Y
	N
	N

	Branches
	Y
	N
	N

	Agents
	Y
	N
	N

	Designated Business Group
	Y
	N
	N

	Compliance Reports
	Y
	N
	N

	Add a New Business
	Y
	N
	N

	Search the Event Log
	Y
	N
	N

	Transaction Reporting
	Y
	Y
	Y

	AML/CTF Act reporting

	Create reports 

	Data entry (single report)
	Y
	Y
	Y

	Spreadsheet (multiple reports)
	Y
	Y
	Y

	Report file upload (extracted reports)
	N[footnoteRef:13] [13:  AUSTRAC will grant access upon successful completion of a test process for file extraction programs ] 

	N
	N[footnoteRef:14] [14:  Your AUSTRAC Online administrator (or AUSTRAC) can grant access for the individual user at the user or local role level] 


	Amend reports

	Incomplete report queue
	Y
	Y
	Y

	Awaiting approval report queue
	Y
	Y
	N

	Returned by AUSTRAC report queue
	Y
	Y
	Y

	Administration functions

	Preferences
	Y
	Y
	Y

	Secure messages
	Y
	Y
	Y

	Role maintenance
	Y
	N
	N

	Function access maintenance
	Y
	N
	N

	Other reporting functions

	Defaults
	Y
	Y
	Y

	Help
	Y
	Y
	Y

	Receipts
	Y
	Y
	Y

	Statistics
	Y
	N
	N

	Policies
	Y
	Y
	Y



Note: Access to all of the above can be customised by your AUSTRAC Online administrator (or by AUSTRAC) by altering a role or the individual’s access settings (refer to Appendix B and Section 14 above for more details). 
[bookmark: _Appendix_B:_User][bookmark: _Ref235423344][bookmark: _Ref235845490][bookmark: _Ref235847146][bookmark: _Toc383157549][bookmark: _Toc453864771][bookmark: _Toc187409486]Appendix B: User access function identifiers
[bookmark: _Toc283191784][bookmark: _Toc383157550][bookmark: _Toc453864772][bookmark: _Toc187409487]Function identifiers
AUSTRAC Online administrator users can customise access to the transaction reporting facilities for their business by:
· creating local user roles
· overriding user account default access settings by adding or restricting access to various function identifiers. 
The following table is a list of all user access function identifiers associated with transaction reporting:
	Function ID
	Description

	ifti_dra_data_entry
	AML/CTF Act international funds transfer instruction under a designated remittance arrangement (IFTI-DRA) report – single data entry function

	ifti_dra_file_upload
	AML/CTF Act international funds transfer instruction under a designated remittance arrangement (IFTI-DRA) report – extraction file upload function

	ifti_dra_spreadsheet
	AML/CTF Act international funds transfer instruction under a designated remittance arrangement (IFTI-DRA) report – spreadsheet function

	ifti_e_data_entry
	AML/CTF Act international electronic funds transfer instruction (IFTI-E) report – single data entry function

	ifti_e_file_upload
	AML/CTF Act international electronic funds transfer instruction (IFTI-E) report – extraction file upload function

	ifti_e_spreadsheet
	AML/CTF Act international electronic funds transfer instruction (IFTI-E) report – spreadsheet function

	receipts
	Receipts page function

	smr_data_entry
	AML/CTF Act suspicious matter report (SMR) – single data entry function

	smr_file_upload
	AML/CTF Act suspicious matter report (SMR) – extraction file upload function

	stat_charts
	Statistical reports page function

	ttr_fbs_data_entry
	AML/CTF Act threshold transaction report (TTR-FBS) for financial and bullion services – single data entry function

	ttr_fbs_file_upload
	AML/CTF Act threshold transaction report (TTR-FBS) for financial and bullion services – extraction file upload function

	ttr_fbs_spreadsheet
	AML/CTF Act threshold transaction report (TTR-FBS) for financial and bullion services – spreadsheet function

	ttr_gs_data_entry
	AML/CTF Act threshold transaction report (TTR-GS) for gambling services – single data entry function

	ttr_gs_file_upload
	AML/CTF Act threshold transaction report (TTR-GS) for gambling services – extraction file upload function

	ttr_gs_spreadsheet
	AML/CTF Act threshold transaction report (TTR-GS) for gambling services – spreadsheet function

	ttr_isi_data_entry
	AML/CTF Act threshold transaction report (TTR-ISI) for investment/superannuation/insurance services – single data entry function

	ttr_isi_file_upload
	AML/CTF Act threshold transaction report (TTR-ISI) for investment/superannuation/insurance services – extraction file upload function

	ttr_isi_spreadsheet
	AML/CTF Act threshold transaction report (TTR-ISI) for investment/superannuation/insurance services – spreadsheet function

	ttr_msb_data_entry
	AML/CTF Act threshold transaction report (TTR-MSB) for money services businesses – single data entry function

	ttr_msb_file_upload
	AML/CTF Act threshold transaction report (TTR-MSB) for money services businesses – extraction file upload function

	ttr_msb_spreadsheet
	AML/CTF Act threshold transaction report (TTR-MSB) for money services businesses – spreadsheet function


Note: Refer to Section 14 above for details on how to set up local user roles and how to override user account default access settings.
[bookmark: _Ref282180853][bookmark: _Toc283191785][bookmark: _Toc383157551][bookmark: _Toc453864773][bookmark: _Toc187409488] Function access levels
The following table is a list of all the transaction reporting function access levels and how these access levels can be applied:
	Access level
	Applies to
	Description

	Access
	All functions except data entry functions
	Permit access for the user account or local role to the function.

	Admin
	Data entry functions only
	Gives the user the same authority level as Submit access, but also allows the user to amend, save and submit reports from the ‘Incomplete Queue’ of other users. That is, a person with Admin access can review and manage the reports of all users, which can be handy when another user is absent.

	Edit
	Data entry functions only
	Permits users to create and submit reports for approval only. That is, the report is placed in the ‘Awaiting Approval’ queue and is not submitted to AUSTRAC until another user with a higher authority level has approved the details within the report.

	No access
	All functions
	Deny access for the user account or local role to the function.
This access level should ideally be used to override an existing access grant that a user already has by default, by virtue of their global role. This access level is not necessary for local roles. If there is no need for a local role to have access to a function, simply do not add the function to the role.

	Submit
	Data entry functions only
	Permits users to create and submit reports directly to AUSTRAC. It also allows users to:
1. Approve and submit reports in the ‘Awaiting Approval’ queue which were created by users who only have Edit access to the report type
2. To view reports in the ‘Incomplete Queue’ of other users.


[bookmark: _Toc453864774][bookmark: _Toc187409489]Appendix C: Registration Status Explanation
	Status
	Explanation

	Awaiting Approval (Queued)
	A registration application waiting to be or is being in the process of being reviewed / processed by AUSTRAC.

	Registered
	The registration application has been approved by AUSTRAC. Written notification of this decision has been sent to the applicant.

	Expired
	The registration has not been renewed before the end of the 3 year registered period. Written notification of this decision has been sent to the nominated POC.

	Removed
	The registration has been removed either on request of the entity or the RNP or by way of decision of the AUSTRAC CEO. Written notification of this removal has been sent to the nominated POC.

	Withdrawn
	A registration application has been withdrawn by request from the applicant.

	Rejected
	AUSTRAC has been unable to process a registration application. Written notification of this decision has been sent to the applicant including details of the reason for the application being unable to be processed and how to rectify this.

	Refused
	This is also where the AUSTRAC CEO has made a decision to refuse the application. Alternatively, The AUSTRAC CEO has not made a decision on the application within the relevant period.

	Suspended
	The AUSTRAC CEO has decided to suspend the registration. Written notification of this decision will be sent to the nominated POC.

	Cancelled
	The AUSTRAC CEO has decided to cancel a registration. Written notification of this decision has been sent to the nominated POC.



[bookmark: _Toc383157552][bookmark: _Toc453864775][bookmark: _Toc187409490]Glossary
	Acronym or term
	Definition

	ABN
	Australian Business Number

	ACN
	Australian Company Number

	ADI
	Authorised deposit-taking institution as defined by section 5 of the AML/CTF Act

	Affiliate
	An affiliate of a remittance network provider is a business that provides remittance services to customers as part of a remittance network operated by a remittance network provider

	AFSL
	Australian financial services licence

	AML/CTF Act
	Anti-Money Laundering and Counter-Terrorism Financing Act 2006

	AML/CTF program
	Under the AML/CTF Act, reporting entities must have an AML/CTF program consisting of Part A (general, relating to money laundering and terrorism financing risk) and Part B (customer identification)

	AML/CTF Rules
	The Anti-Money Laundering and Counter-Terrorism Financing Rules

	AO
	AUSTRAC Online

	ARBN
	Australian Registered Body Number

	AUD
	Australian dollars

	AUSTRAC
	Australian Transaction Reports and Analysis Centre

	AUSTRAC CEO
	The Chief Executive Officer of AUSTRAC

	AUSTRAC Online
	An internet based application for businesses regulated under the AML/CTF Act to:
1. Enrol/register and keep their business details up to date with AUSTRAC
2. Form and maintain a designated business group
3. Complete and submit AML/CTF compliance reports to AUSTRAC
4. Complete and submit AML/CTF Act transaction reports to AUSTRAC

	Designated business group (DBG)
	A group of 2 more businesses which meet the formation and membership requirements of section 5 of the AML/CTF Act and chapter 2 of the AML/CTF Rules and form a group known as a designated business group
Members of the group may discharge or share their obligations as a designated business group for sections 36, 47, 85, 106-108, 112-114 and 116 of the AML/CTF Act

	Digital currency exchange (DCE)
	The definition of digital currency covers a digital representation of value that meets the following specified criteria:
· It is consistent with the general understanding of currency, it must function as a medium of exchange, a store of economic value, or a unit of account.
· It must not be issued by or under the authority of a government body. 
· It must be interchangeable with money (including through the crediting of an account) and may be used as consideration for the supply of goods or services.
· It must be generally available to members of the public without any restriction on its use as consideration.
The last two criteria above exclude such things as loyalty programs (e.g. frequent flyer programs) where points may not be redeemed as money, and game money or credits issued by the operators of massively-multiplayer online role-playing games where its use is limited to a specific community

	FTR Act
	Financial Transaction Reports Act 1988

	Independent remittance dealer
	An independent remittance dealer is a business that provides remittance services to customers using its own systems and processes

	IFTI
	International funds transfer instruction (IFTI) report (FTR Act)

	IFTI-DRA
	An AML/CTF Act report type known as the international funds transfer under a designated remittance arrangement (IFTI-DRA) report (AML/CTF Act)

	IFTI-E
	An AML/CTF Act report type known as the international electronic funds transfer (IFTI-E) report (AML/CTF Act)

	Remittance network provider
	A remittance network provider is a non-financier who operates a network of persons by providing a platform or operating system where the persons in the network are also non-financiers and provide a designated remittance service as defined under the AML/CTF Act, section 6, table 1, items 32 and/or 33

	Reporting entity (RE)
	A person or organisation carrying on a business which has obligations under the AML/CTF Act (refer to section 5 of the AML/CTF Act)

	SCTR
	Significant cash transaction report (SCTR) for cash dealers (FTR Act)

	SCTRB
	Significant cash transaction report (SCTRB) for betting services (FTR Act)

	SCTRC
	Significant cash transaction report (SCTRC) for casinos (FTR Act)

	SCTRS
	Significant cash transaction report (SCTRS) for solicitors (FTR Act)

	SMR
	Suspicious matter report (AML/CTF Act)

	SUSTR
	Suspect transaction report (FTR Act – repealed Jan 2025)

	TTR-FBS
	Threshold transaction report for financial and bullion services (AML/CTF Act)

	TTR-GS
	Threshold transaction report for gambling services (AML/CTF Act)

	TTR-ISI
	Threshold transaction report for investment/superannuation/insurance services (AML/CTF Act)

	TTR-MSB
	Threshold transaction report for money services businesses (AML/CTF Act)
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List of Files

The XML schema specifcations are available to download from this table:

[Report types and other resource |File format schemas and |Sample report forms and
material specifications explanatory guides
Paper form guides:

SME-form-Dec2008.odf
‘SHR-qude-Dec2008,odf
‘SHR-quickouide-Dec2008.pdf
Data entry form guides:
SMR-gude-May2019.odf
‘SHR-quickouide-Nay2019.pdf
Paper form guide

TIR£BS form-0ct2011.0df
TIR£BS-quide-0ct201 L.pdf
TIRFBS-quickouide-Qct201 Lodt

Data entry form guides:
TIRCFES-cuide-Hav2019.00¢
TIR-Fos-auickouide-Hay2019.0df
TIR.ISform.odf
;Nﬂﬁﬂﬂ o) ’W;" e -151-2-Oc.7ip (xsd & spec) TIRISI-gude.df
uperannuation Insurance) TIRISEquickoude.odf
TTRMSE-formpdf
Oczio (ssd@spec)  TIR-MSB-qude.pdt
TR Mse-auickoude.odf
-GS-f
TIRGS2:0czip (B soe)  TRGS-oudendf
TIR-GS-auickauide.odf
16 form.pdf
IFTE-qude.odf
IFTLE-quckaude.odf
FT1-DR-form.odf
Eonder s Desonu Rt M ITEORA 200 Gedsoee) I DRA el
Arrangement IFTEORA-quckoude.odf

Suspicious Matter Report ‘SMR-2:0.ip (x5d 8 spec)

Threshold Transaction Report (Financial and

Bullion services) e R

zip (x5 & spec)

Threshold Transaction Report (Money
Services Businesses)

T T Rngast (Gmni
Services)

Electronic IFTT

2,710 (x5 & 5
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# My Business File Upload

You are able to upload AML/CTF Act XML file format files via this mechanism.
B Transaction Reporting

@ Administration NOTE: AUSTRAC requires reporting entities to undergo a test process prior to uploading AML/CTF Act XML files.

Reporting entities who have not undergone the test file process will not have access to upload AML/CTF Act XML

B Reports files. To schedule your test process contact AUSTRAC's Data Integrity team on 02 9950 0447 or email:
B Createlamend reports filespecs@austrac.gov.au.
B Report file upload
B Receipts
B Statistics Click the Browse button to select the file that you want to upload.
Browse... ]
[# Remittance Sector Register Maximum file size is 40MB. Files larger than this must be zipped before loading.

= Click the Submit button to transmit the file to AUSTRAC.
AUSTRAC Online user guide

2 AUSTRAC Online user guide
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File Upload

You are able to upload AML/CTF Act XML file format files via this mechanism.

NOTE: AUSTRAC requires reporting entities to undergo a test process prior to uploading AML/CTF Act XML files. Reporting entities who have not undergone the test file process will
not have access to upload AML/CTF Act XML files. To schedule your test process contact AUSTRAC's Data Integrity team on 02 5950 0447 or email: filespecs@austrac.qov.au.

Click the Browse button to select the file that you want to upload, or type the full path to the file in the box below.

(Browse.. ]

Click the Submit button to transmit the file to AUSTRAC.

File upload successful - the file was transferred. €—
File name: TTR-FBS2009071301.xml

Transfer started: 15 Jul 2009 10:14

Transfer completed: 15 Jul 2009 10::
Bytes transferred: 4904

Reports read: 2

Reports transferred: 2





image95.png
File Upload

You are able to upload AML/CTF Act XML file format files via this mechanism.

NOTE: AUSTRAC requires reporting entities to undergo a test process prior to uploading AML/CTF Act XML files. Reporting entities who have not undergone the test file process will
not have access to upload AML/CTF Act XML files. To schedule your test process contact AUSTRAC's Data Integrity team on 02 8950 0447 or email: filespecs@austrac.qov.au.

Could not process the transmitted file - see error message(s) below.

Click the Browse button to select the file that you want to upload, or type the full path to the file in the box below.

[(Browse..)

Click the Submit button to transmit the file to AUSTRAC.

Error(s) occurred while uploading the file IFTI-E2009071301.xml. €—
2 record(s)

Message
cve-complexctype.2.4.a: invaid cantent was found stating with slement coutry. One of €
“Chitp:Hiaustrac. gov.auischemalreporting/FTIE-1":ciy} is expected.
» Excerpt from transmited fie:
[41:18] <country>AUSTRALIA</cOUNTry>

» Addtional information:
olumn] Tocation in XML structure

<ifti-eLists
<swift id='ID_1RO1'>
<beneficiaryInstn id='ID_1R06'>
<institution id='ID_1R07'>
<name>MAJOR BANK LIMITED</namex

Found 2 actual number of reports i the <ft-eList> report st which is nconsistent with the value of 3specified i the <reportCount> | €€
element.

» Excerpt from transmitied fie:

[86:14] </ifti-eList>
IS

» Addtional information:
[1in

olumn] Tocation in XML structure

<ifti-elists
<reNumber»22283</reNumber>
<FileNane>IFTI-£2009071201. xml</F11eNane>
<reportCount>3</reportcount>
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If you are sending or have received physical currency and/or Bearer Negotiable Instruments into or out of Australia,
with a combined value of AUD10,000 or more (or foreign currency equivalent), click 'Report sending/received
CBM-MI" and follow the steps to complete the submission

If you are carrying physical currency and/or Bearer Negotiable Instruments into or out of Australia, with a combined
value of AUD10,000 or more (or foreign currency equivalent), click 'Report carrying CBM-MI" and follow the steps to
complete the submission

Please ensure that you download a copy of the receipt. Visit the AUSTRAC website® for more information

@ report sencingrecevea car-tr IR Report carying Can-I

CBM-MI type Receipt id Movement date (+1) @

== (=

Select date
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CONTACT CENTRE
1300 021 037
03 8636 0508
: contact@austrac.gov.au

Please download and keep a copy of this Rec:
Please keep this receipt for presentation to an Australian Border Force officer or police officer if asked. If you
are unable to show this receipt, you may be asked to fill in a paper version of form at the border.

|@ DOWNLOAD PDF

Receipt id: PRSTFR-116650
Date of submission (oo/mm/vyvy): 16/06/2022

Summary of declaration

Full name Tester 1

Date of birth (DD/MM/YYY' Not provided
Arrival date (DD/MM/YYYY) 16/06/2022

Australian city/town where you are clearing customs Sydney

Provide passport or travel document that you are travelling Not provided

on

Estimated total amount in AUD $15,000.00

Part A - Travel details

Are you arriving into Australia or departing from Australia? ARRIVING into Australia

Australian city/town where you are clearing customs. Sydney

Arrival date (DD/MM/YYYY) 16/06/2022

Flight number OR ship name

Part B - Monetary instrument(s)

Foreign (not Australian) city and country the monetary instrument(s) are being carried from

Town or city Argentina
Country ARGENTINA

Monetary instrument: Physical currency/cash

Currency code Amount Amount (AUD) est.

$15,000.00

AUD - AUSTRALIAN DOLLAR
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Designated Business Group (DBG) Administration

The AML/CTF Act allows for associated businesses or reporting entities to form a designated business group and become members of that group.

Currently there is no active Designated Business Group 7 _Create a new DBG
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Designated Business Group (DBG) Administration

The AML/CTF Act allows for associated businesses or reporting entities to form a designated business group and become members of that group.

Currently there is no active Designated Business Group 7 _Create a new DBG

Form 1: Election to be a Member of a Designated Business Group

Creation Date ¢ DBG Name ¢
Dec 192018 TEST DBG
Dec 192018 TEST DBG
Dec 192018 TEST DBG

Form 2: Formation of a Designated Business Group

Creation Date ¢ DBG Name ¢
Dec 192018 TEST DBG

Business Name ¢ Election Status
JAY'S BANK Incomplete
TEST ENTITY Incomplete
TEST ENTITY Incomplete

Formation Status
Incomplete. Form 1s must be submitted. i

Processed ¢

Processed ¢
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Designated Business Group (DBG) Administration

The AML/CTF Act allows for associated businesses or reporting entities to form a designated business group and become members of that group.

Currently there is no active Designated Business Group 7 _Create a new DBG

Designated Business Group(s)
Show history

DBG Name Members Status

Form 1: Election to be a Member of a Designated Business Group
Creation Date ¢ DBG Name # Business Name ¢ Election Status Action Processed ¢
Dec 192018 TESTDBG JAY'S BANK Incomplete update g

Form 2: Formation of a Designated Business Group
Creation Date ¢ DBG Name ¢ Formation Status Action Processed ¢

Dec 192018 TEST DBG Incomplete. Form 1s must be submitted print

Form 3: Variations

Creation Date ¢ DBG Name ¢ Type Status ¢ Action Processed ¢
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Designated Business Group Details

Designated Business Group name TEST DBG
Establishment date Dec 19 2018

Fo II I III be a Member of a Designated Business Group
Name of business JAY'S BANK

This business' relationship to other members of the "TEST DBG' group (please select one of the following options):
a) This business is related to each member of the "'TEST DBG' group within the meaning of section 50 of the Corporations Act 2001; or
b) This business is providing a designated service pursuant to a joint venture agreement to which each member of the "TEST DBG' group is a party; or

©) This business is a foreign company which, if it were resident in Australia would be a reporting entity, and is, within the meaning of section 50 of the Corporations Act
2001, related to: (please select one other member of the group your business is related to): |--select— v

d) This business is a reporting entity or is an entity in a foreign country, which if it were resident in Australia would be a reporting entity, and is:

(i) an accounting practice as defined in Rule 2.1.3(6); or

(if) a person, other than an individual, which the accounting practice in (i) controls; or

(iif) an accounting practice which is providing a designated service pursuant to a joint venture agreement, to which each member of the 'TEST DBG' group is a party;
or

(iv) a person that provides or assists in the provision of a designated service to the customers of the accounting practice; or
@) This business is a reporting entity or is an entity in a foreign country, which if it were resident in Australia would be a reporting entity, and is:

(i) a law practice as defined in Rule 2.1.3(7); or
(if) a person, other than an individual, which the law practice in (i) controls; or a person, other than an individual, which the law practice in (i) controls; or
(iii) a law practice which is providing a designated service pursuant to a joint venture agreement, to which each member of the 'TEST DBG' group is a party; or
(iv) a person that provides or assists in the provision of a designated service to the customers of the law practice; or
f) This business is a reporting entity, and is a money transfer service provider as defined in Rule 2.1.3(9); or
) This business is a reporting entity, and is a representative of a money transfer service provider as defined in Rule 2.1.3(11); or

h) This business is a reporting entity, and is a sub-representative of a money transfer service provider as defined in Rule 2.1.3(13).
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The AML/CTF Act allows for associated businesses or reporting entities to form a designated business group and become members of that group.
Currently there is no active Designated Business Group 7 _Create a new DBG

Form 1: Election to be a Member of a Designated Business Group

Creation Date ¢ DBG Name ¢ Business Name ¢ Election Status Action
Dec 192018 TEST DBG JAY'S BANK Complete i print
Dec 192018 TEST DBG TEST ENTITY Incomplete update
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Form 2: Formation of a Designated Business Group

Creation Date ¢ DBG Name ¢ Formation Status Action

Dec 192018 TEST DBG Incomplete. Form 1s must be submitted print

Processed ¢
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The AML/CTF Act allows for associated businesses or reporting entities to form a designated business group and become members of that group.

& _New Form 3: Variation

Designated Business Group(s)

DBG Name Members Status
SAMPLE1 Business Name ¢ Election Date ¢ Withdrawal Date s /e
TESTENTITY Nov 09 2009 ; \
TEST ENTITY Nov 09 2009

TESTENTTY Apr 09 2008
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Designated Business Group (DBG) Administration

The AML/CTF Act allows for associated businesses or reporting entities to form a designated business group and become members of that group.

9 New Form 3: Variation ¢

Designated Business Group(s)

DBG Name Members Status
SAMPLE 1 Business Name ¢ Election Date ¢ Withdrawal Date s Actve

TESTENTITY Nov 09 2009

TEST ENTITY Nov 09 2009
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AML/CTF Compliance Report

‘The Anti-toney Laundering and Counter-Terrorism Financing Act 2006 (AML/CTF Act) requires reporting entities to submit compliance reports at the request of the AUSTRAC CEO. The report provides AUSTRAC with
information about your compliance with the AML/CTF Act and Rules.

More information about AML/CTF compliance report is available on the AUSTRAC website.

Your Current Compliance Reports «

) Youmusesubmit s report before 31 March 2015,

Before you start
Ensure your business detals are current and accurate. Please review and update your information on 1 Business seciion or contact AUSTRAC Contact Centre.

DBG members
A nominated representative of a designated business group (DBG) must lodge the report on behaf of the whole DBG. Allmembers of the DG will be able o view the group response once it has been submitied

‘Any member of the DBG that s substaniialy difierent 0 the other DEG members may choose 1o submit an allemative compiance report by overriding the DBG report. The override option vill be available on the AUSTRAC Oniine website after
the DBG report has been submitted. Piease nole, AUSTRAC does not nofiy individual DBG members of the group report submission

‘Your new Compliance Report
“The Compliance Report 2018 refates to your business actities fiom 01 Jan 2018 - 31 Dec 2018.
To commence o resume working on the report piease select he buion belov

" Cment Compliance Reports |

Reporting Period Status. Lodgement details User lodging report Override | Receipt

Previous compliance reports
Your compliance reports for the reporting period 2016 and prior can be accessed from the archive.
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AML/CTF Compliance Report

The Anti-Money Laundering and Counter-Terrorism Financing Act 2006 (AML/CTF Act) requires reporting entities to submit compliance reports at the request of the AUSTRAC CEO. The report provides
AUSTRAC with information about your compliance with the AML/CTF Act and Rules.

More information about AML/CTF compliance report is available on the AUSTRAC website.

Your Current Compliance Reports

Based on your business' details and designated services provided, your business currently does not have an AMLICTF compliance report obligation to submit  response to the current report due to one or more of the following
reasons:

+ your business has an exemption under the AML/CTF Act or Rules as your business profile indicates you do not provide any designated services covered by this report; or
+ your business is a foreign based business; or
+ your business' commencement date i later than the end of AMLICTF compliance report reporting period.

still believe your business has an obligation to submit an AMLICTF compliance report?
Please review your enrolment details, including the designated services you provide, in your AUSTRAC business profile form. You can download this form from the My Business section or contact AUSTRAG Contact Centre.

" Your Submitted Compliance Reports
Reporting Period “ [P——— [TRT—— mm

Previous compliance reports
Your compliance reports for the reporting period 2016 and prior can be accessed from the archive.
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Introduction

Business legal name: AUSTRAC HELP DESK
AUSTRAC account number: 100057430

Welcome to the compliance report for 2020.

The questions in this report refer to your business activities from 01 January
2020 to 31 December 2020, unless otherwise stated.

You must complete and submit this form no later than 31 March 2021.

Please ensure that the responses you provide in your compliance
report are true and correct. Review your answers prior to submitting
the report.

Penalties apply for giving false or misleading information under section
136 of the Anti-Money Laundering and Counter-Terrorism Financing
Act 2006 (AML/CTF Act).
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How to complete this form

e Some gquestions are conditional and will only be available based on your
responses to preceding questions. A full set of all compliance report
questions is available on the AUSTRAC website .

e Guidance on how to answer specific questions is available via the help
panel 0 orvia a linked part of the question. For example, ‘What are your

customer types? 0

e The compliance report can be saved and recommenced at any time
before the deadline. To access the report you will need to sign in to
AUSTRAC Online.

e You can preview and print a summary of your responses anytime by
selecting the ‘Review and submit’ button. Individual pages of the
compliance report are also available for printing.

* When you open the compliance report, a session will be established. This
session has a time limit and will expire after 9 hours. When the session
expires, any information that you have entered on the form, but did not
save, will be lost.

o |f you are unable to submit the compliance report by 31 March 2021,
please notify AUSTRAC as soon as possible.
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AUSTRAC

Introduction

Designated services

during 2020
To do

Your feedback
To do

Review and submit

Designated services during 2020

All questions must be answered in order to complete the form, unless marked
as 'optional’.

Did you offer designated services @ during all or part of the reporting
period (1 January 2020 to 31 December 2020)?

O Yes @ No

Are you sure?

You have been enrolled as providing designated services during this
period.

« If you offered any designated services during the reporting
period, you must change the answer that you provided above.

 If you have stopped providing designated services and do not
H expect to provide designated services again, you must request
removal @ from the Reporting Entities Roll in addition to
completing this form.

« If you have stopped providing designated services but are likely
to provide designated services again in the future, you do not
need to request removal from the Reporting Entities Roll.
However, AUSTRAC may be in touch with you to understand
your plans to recommence providing designated services.
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Designated services All questions must be answered in order to complete the form, unless marked as 'optional.
during 2020
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Did you do an ML/TF risk assessment of your business in 20207 0
Your business

Complete ® ves O o

Managing AML/CTF
program Was this risk assessment® documented?

Complete
QO Yes O No

Assessing ML/TF risk
Todo

What prompted this risk assessment? @
Managing employee risk -

Todo Select all that apply
[J AUSTRAC compliance assessment
Your customers
Todo
[0 AUSTRAC enforcement action
Managing customer risk
Todo [0 AUSTRAC feedback & guidance
Reporting to AUSTRAC
Complete Change of AML/CTF Compliance Officer
AUSTRAC feedback and [ Newlyidentified risks
guidance
Todo [0 New designated service
¥°:”ee°b“" New technology or delivery method
o0 do
[0 Regular scheduled review

Review and submit
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Introduction

@ Errors have occurred on this page.

Designated services

0 during 2020 Please review the question(s) in error and correct it. Select the *Save and Continue’ button to ensure that the
Complete corrections have been accepted.

@  Yourbusiness
Complete

Assessing ML/TF risk

Managing AML/CTF
@  program All questions must be answered in order to complete the form, unless marked as ‘optional.

Complete

@ ‘fesngMUTErsk Did you do an ML/TF risk assessment of your business in 20207 @

Incomplete

® Yes O No

Managing employee risk

Todo
Your customers @ Error detected. Documentation of rsk assessment question is mandatory. please select an option.
fodo Was this risk assessment @ documented?

Managing customer risk O ves O Mo

Todo

Reporting to AUSTRAC
[V] What prompted this

k assessment®? @

Complete
Select all that apply

'AUSTRAC feedback and

guidance [0 AUSTRAC compliance assessment

Todo
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4 Yourfeedback
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Introduction

Designated services
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Your business
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Managing AML/CTF
program
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Assessing ML/TF risk
Complete

Managing employee risk
Complete

Your customers
Complete

Managing customer risk
Complete

Reporting to AUSTRAC
Complete

AUSTRAC feedback and
guidance

Complete

Your feedback
Complete

Review and submit

Summary (DRAFT)

Business legal name: AUSTRAC HELP DESK
AUSTRAC account number: 100057430

Designated services during 2020

Did you offer designated services during all or part of the reporting period (1 January 2020 to 31 December

2020)? - Yes

Your business

Do you have less than five employees? - No
How did you provide designated services in 20207

« Face to face

Were any of the above delivery methods introduced in 20207 - No

Did you outsource customer identification? - No
Did you outsource AML/CTF program development? - No
Did you outsource transaction monitoring? - No

Did you outsource transaction reporting? - No

Managing AML/CTF program
Do you have an AML/CTF program? - Yes

Has your AML/CTF program been approved? - Yes
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program
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Managing employee risk
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Your customers
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Managing customer risk
Complete

Reporting to AUSTRAC
Complete

AUSTRAC feedback and
guidance

Complete

Your feedback
To do

Review and submit

Summary (DRAFT)

Business legal name: AUSTRAC HELP DESK
AUSTRAC account number: 100057430

/’ The following section(s) has not commenced.

Please return to the section(s) listed below and complete them. Select the 'Save and continue' button to ensure
that the corrections have been accepted.

» Your feedback

Designated services during 2020

Did you offer designated services during all or part of the reporting period (1 January 2020 to 31 December
2020)? - Yes

Your business
Do you have less than five employees? - No
How did you provide designated services in 20207
e Email
¢ Face to face
Were any of the above delivery methods introduced in 20207 - No
Did you outsource customer identification? - No

Did you outsource AML/CTF program development? - No
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Do you have less than five employees? - No
How did you provide designated services in 2020?

« Email

» Face to face

Were any of the above delivery methods introduced in 20207 - No

Did you outsource customer identification? - No
Did you outsource AML/CTF program development? - No
Did you outsource transaction monitoring? - No

Did you outsource transaction reporting? - No
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Declaration

[ 1declare that:

e | am authorised to complete this report on behalf of the business.
e The information in this report is true and correct.

« | understand criminal or civil penalties may apply for giving false or misleading information, or for failing to supply
information.

“ Submit compliance report
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nment

AUSTRAC

Compliance report 2020 confirmation of receipt

Thankyou for submittng your compl

reportior 2020
Reference number: CRIOOSTS795-81550%

Dot recaived: 27 crs 2021 031453 AEST

Is this submission for a DBG?

400 have st s et on e of a s gnated business 1cup (0BG, you il needt o advise allothermembersofyour DBG tat the cemplance report 2020 has been submites
AUSTRAC doss o oty ndidual DB memers of epor submission

Record of your submission

Arecors ofyour submited complance egort s avadable wa the I Compliance report 2020' oryou can access It 3t any e thiough AUSTRAC Online®

Contact details

fyouhave any enauiies about your complance report. piease contact he AUSTRAC Contact Centre

g A A ST o P S (ot AEDT) excucing national pudle:
Telephone 13000210372

Email contact@austrac govau®s

Transiation service 1514507 and askfor AUSTRAC on 800 021057

Nationa Rlay Servics - Teletypewriter (ITY) / voice 138,677 300 s 0r 1300 021087

National Relay Service - Speak and lsten (speech to speech relay) 1300555 7271 a0 s for 1300 021027
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Status

Previous compliance reports
Your compliance reports for the reporting period 2016 and prior can be accessed from the archive.
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AML/CTF Compliance Report

The Anti-Money Laundering and Counter-Terrorism Financing Act 2006 (AML/CTF Act) requires reporting entities to submit compliance reports at the request of the AUSTRAC CEO.
The report provides AUSTRAC with information about your compliance with the AML/CTF Act and Rules.

More information about AML/CTF compliance report is available on the AUSTRAC website.

Current Compliance Reports

[r——— m [P——— [T — m

Designated Business Group - WESTPAC DESIGNATED BUSINESS GROUP
View

Jan 01 2018 - Dec 31 2018 Submitted Lodged on: Dec 07 2018 17:06 RODNEY WILLIS Override teport
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4
Override this Report?

i -
| The Override option can be used to customise the report i reporting

entity is substantially different to the DBG and requires a variation to the
. submitted report. Please note, this override functionality can be performed
only once for each member of the DBG.

I Proceed with override)

1
1
LIMITEDY
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Current Compliance Reports

Reporting Period Status odgement details User lodging report Override | Receipt
Designated Business Group - TEST DBG

Jan 012018 - Dec 312018 Submitted Lodged on: Dec 07 2018 17:06 John Smith Override Vre'—;" L

Member businesses with a variation to the group compliance report

TEST ENTITY
Variance

iance: Jamie Smith e
Submitted Variance: Dec 13 2018 09:25

report
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AUSTRAC Online
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